Proiect

GUVERNUL REPUBLICII MOLDOVA
HOTARIRE nr.
din

Chisindu

Cu privire la aprobarea Conceptului Sistemului informational
»Registrul de evidenta a retelelor edilitare” si a Regulamentului privind
modul de tinere a Registrului de evidenta a retelelor edilitare

In temeiul art. 7% alin. 2 lit. ¢) si art. 22 lit. b) - d) din Legea nr. 467/2003
cu privire la informatizare si la resursele informationale de stat (Monitorul Oficial
al Republicii Moldova, 2004, nr. 6-12, art. 44), cu modificarile ulterioare, al art.
16 alin. (1) din Legea nr. 71/2007 cu privire la registre (Monitorul Oficial al
Republicii Moldova, 2007, nr. 70-73, art. 314), cu modificarile ulterioare si art. 6
lit. b) si art. 11 alin. (4) din Legii nr. 290/2024 cu privire la evidenta retelelor
edilitare (Monitorul Oficial al Republicii Moldova, 2025, nr. 1-4, art.8), cu
modificarile ulterioare, Guvernul:

HOTARASTE:

1. Se aproba:

1.1.Conceptul Sistemului informational ,,Registrul de evidenta al retelelor
edilitare”, conform anexei nr.1;

1.2.Regulamentul privind modul de tinere a Registrului de evidentd a
retelelor edilitare, conform anexei nr. 2.

2. Realizarea prevederilor prezentei hotarari se va efectua din contul si in
limitele alocatiilor bugetare aprobate prin legea bugetara anuald, precum si din
alte surse prevazute de legislatie.

3. Controlul asupra executarii prezentei hotarari se pune in sarcina Agentiei
Geodezie, Cartografie si Cadastru.

4. La data intrarii in vigoare a prezentei hotdrari, se abrogd Hotararea de
Guvern nr. 133/2014 cu privire la crearea sistemului informational automatizat
,,Registrul obiectelor de infrastructura tehnico-edilitara” (Monitorul Oficial al
Republicii Moldova nr.53-59, art.164).

Prim-ministru Alexandru MUNTEANU

Contrasemneaza:



Viceprim-ministru,
Ministrul Dezvoltarii

Economice si Digitalizarii Eugen Osmochescu

Viceprim-ministru,
Ministrul Infrastructurii si
Dezvoltirii Regionale Vladimir BOLEA



Anexanr. 1
la Hotararea Guvernului nr.__ /2026

CONCEPT
al Sistemului informational
»Registrul de evidenta al retelelor edilitare”

INTRODUCERE

Procesul de modernizare a localitatilor si a retelelor edilitare necesita
instrumente informationale moderne care sa asigure evidenta exacta, actualizata
si interoperabili a retelelor edilitare. In acest sens, Agentia Geodezie, Cartografie
st Cadastru, in calitate de autoritate coordonatoare a infrastructurii nationale de
date spatiale, claboreaza, iar I.S. ,INGEOCAD” implementeaza Sistemul
informational ,,Registrul de evidenta al retelelor edilitare” (SI RERE).

Necesitatea SI RERE rezultd din lipsa unei baze de date unificate si
standardizate, dificultati de coordonare intre autoritati si operatori, suprapuneri ale
lucrarilor la infrastructura subterana si cerintele crescande de transparentd si
planificare bazata pe date corecte.

SI RERE va institui un mecanism national pentru colectarea, actualizarea si
gestionarea datelor privind retelele edilitare, corelat cu informatiile cadastrale si
spatiale existente si interoperabil cu alte sisteme geografice de stat.

Implementarea sistemului va sprijini deciziile la nivel central si local, va
eficientiza planificarea si autorizarea lucrarilor, va creste transparenta investitiilor
si va reduce costurile si riscurile asociate.

Prezentul Concept stabileste obiectivele si principiile de functionare ale SI
RERE, creand cadrul unitar pentru evidenta si gestionarea retelelor edilitare la
nivel national.

Capitolul |

GENERALITATI

1. SI RERE constituie un ansamblu de resurse si tehnologii informationale,
mijloace tehnice de program si metodologii interconectate, destinat inregistrarii,
pastrarii, utilizarii seturilor de date spatiale despre retelele edilitare.

2. SI RERE face parte integranta din sistemele informationale de stat ale
Republicii Moldova si, in calitate de componenta a guvernarii electronice,
Interactioneaza cu alte sisteme prin schimbul si interoperabilitatea datelor,
consumand si furnizand informatii.

3. SI RERE reprezinta totalitatea sistematizata de date spatiale despre
retelele edilitare si amplasarea lor, zonele de protectie a acestora, entitatile si/sau
operatorii lor, precum si alte date conexe.
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4. S| RERE va fi completat cu datele, preluate automat din alte registre prin
servicii de retea sau prin MConnect. In cazul Tn care datele nu pot fi preluate
automat, acestea vor fi colectate de la furnizorii de date. Furnizarea datelor
referitoare la obiectele informationale ale SI RERE poarta un caracter obligatoriu.

5. Dezvoltarea SI RERE are urmatoarele obiective:

5.1. colectarea omogenizata si standardizata a datelor spatiale, pentru
retelele edilitare;

5.2. actualizarea datelor spatiale privind retelele edilitare pe Tintreg
teritoriul Republicii Moldova,;

5.3. optimizarea planificarii si programarii eficiente a lucrarilor in zona de
amplasare a retelelor edilitare;

5.4. integrarea cu alte sisteme si servicii;

5.5. asigurarea serviciilor de retea (vizualizare si descarcare) precum si
descrierea acestora prin metadate pe Geoportalul infrastructurii nationale de date
spatiale.

6. Sarcinile principale ale SI RERE sunt urmatoarele:

6.1.implementarea unor mecanisme de nregistrarea datelor cu privire la
retelele edilitare;

6.2.asigurarea accesului furnizorilor de date la sistemele informationale
pentru obtinerea drepturilor necesare gestionarii obiectelor informationale;

6.3.implementarea unor mecanisme de integrare a SI RERE cu alte sisteme
si resurse informationale de stat, pentru a facilita schimbul de date ntre utilizatori
si alte entitati publice;

6.4.asigurarea accesului persoanelor interesate la datele privind retelele
edilitare.

7. La proiectarea, realizarea si implementarea S| RERE se va tine cont de
urmatoarele principii de baza:

7.1. principiul legalitarii, care presupune crearea si exploatarea sistemului
informational in conformitate cu cadrul normativ national, precum si cu normele
si standardele internationale recunoscute in domeniu;

7.2. principiul  scalabilitatii, care ofera posibilitatea extinderii sl
completarii sistemului informational cu functii noi sau imbunatatirii celor
existente;

7.3. principiul securitarii prin proiectare, care presupune integrarea Sl
RERE 1n sistemele de servicii electronice de stat, tinand cont de riscurile de
securitate a informatiilor care pot afecta buna functionare a acestuia;

7.4. date securizate, care presupune introducerea datelor in sistem numai
prin canale autorizate si autentificate;

7.5. principiul veridicitarii datelor constituie gradul de conformitate a
datelor pastrate in format automat sau in documente cu starea reald a obiectelor
dintr-un domeniu specific al S| RERE, pe care le reprezinta;

7.6. principiul confidenrialitarii informatiilor vizeaza responsabilitatea
personala a colaboratorilor implicati n crearea si mentinerea SI RERE pentru
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prelucrarea necorespunzatoare a informatiilor care contin date sensibile si cu
caracter personal, in conformitate cu legislatia.

CAPITOLUL NI
CADRUL NORMATIV JURIDIC

8.  Cadrul normativ-juridic al SI RERE se constituie, in special, din
urmatoarele acte normative:

8.1. Codul nr. 434/2023 urbanismului si constructiilor;

8.2. Legea nr. 592/1995 privind transportul prin conducte magistrale;

8.3. Legea nr. 1543/1998 privind cadastrul bunurilor imobile;

8.4. Legeanr. 1402/2002, sistemele publice de gospodarie comunala;

8.5. Legea nr. 467/2003 cu privire la informatizare si resursele
informationale de stat;

8.6. Legea nr. 436/2006 privind administratia publica locala;

8.7. Legea nr. 71/2007 cu privire la registre;

8.8. Legea apelor nr. 272/2011,

8.9. Legeanr. 107/2016 cu privire la energia electrica;

8.10.Legea nr. 108/2016 cu privire la gazele naturale;

8.11.Legea nr. 254/2016 privind infrastructura nationala de date spatiale;

8.12.Legea nr. 241/2017 privind comunicatiile electronice;

8.13.Legea nr. 174/2017 cu privire la energetica;

8.14.Legea nr. 139/2018 cu privire la eficienta energetica;

8.15.Legea nr. 142/2018 privind schimbul de date si interoperabilitatea;

8.16.Legea nr. 148/2023 privind accesul la informatii de interes public;

8.17.Legea nr. 290/2024 cu privire la evidenta retelelor edilitare;

8.18.Legea nr. 195/2024 privind protectia datelor cu caracter personal;

8.19.Hotararea Guvernului nr. 1090/2013 privind serviciul electronic
guvernamental de autentificare si control al accesului (MPass);

8.20.Hotararea Guvernului nr. 128/2014 privind platforma tehnologica
guvernamentald comunad (MCloud);

8.21.Hotararea Guvernului nr. 708/2014 privind serviciul guvernamental de
jurnalizare electronica (MLog);

8.22.Hotararea Guvernului nr. 701/2014 cu privire la aprobarea
Metodologiei publicarii datelor guvernamentale deschise;

8.23.Hotararea Guvernului nr. 738/2017 pentru aprobarea Regulamentului
cu privire la normele de creare si actualizare a metadatelor pentru seturile si
serviciile de date spatiale;

8.24. Hotararea Guvernului nr. 737/2017 pentru aprobarea Regulamentului
cu privire la normele de creare a serviciilor de retea si termenul de implementare
a acestora,

8.25.Hotararea Guvernului nr. 683/2018 pentru aprobarea Regulamentului
cu privire la normele de aplicare care stabilesc modalitatile tehnice de
interoperabilitate si armonizare a seturilor si serviciilor de date spatiale, precum si
termenul de implementare;
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8.26. Hotararea Guvernului nr. 414/2018 privind masurile de consolidare a
centrelor de date din sectorul public si de rationalizare a administrarii sistemelor
informationale de stat;

8.27. Hotararea Guvernului nr. 211/2019 privind platforma de
interoperabilitate (MConnect);

8.28. Hotararea Guvernului nr. 376/2020 pentru aprobarea Conceptului
serviciului guvernamental de notificare electronica (MNotify) si a Regulamentului
privind modul de functionare si utilizarea a serviciului guvernamental de
notificare electronica (MNotify);

8.29. Hotararea Guvernului nr. 712/2020 cu privire la serviciul
guvernamental de plati electronice (MPay);

8.30. Hotararea Guvernului nr. 323/2021 pentru aprobarea Conceptului
Sistemului informational ,,Catalogul semantic” si a Regulamentului privind modul
de tinere a Registrului format de Sistemul informational ,,Catalogul semantic”;

8.31. Hotararea Guvernului nr. 180/2022 pentru aprobarea Regulamentului
privind modul de functionare si utilizare a serviciului guvernamental de livrare
(MDelivery);

8.32. Hotararea Guvernului nr. 650/2023 cu privire la aprobarea Strategiei
de transformare digitald a Republicii Moldova pentru anii 2023-2030;

8.33. Hotararea Guvernului nr. 305/2024 cu privire la platforma de
gazduire a documentelor (MDocS);

8.34. Hotararea Guvernului nr. 677/2025 cu privire la consolidarea
accesului la serviciile publice electronice in cadrul Portalului guvernamental
integrat EVO utilizat la prestarea serviciilor publice electronice si aprobarea
masurilor necesare pentru implementarea modelului unitar de design;

8.35. Ordin nr. 78/2006 cu privire a aprobarea reglementarii tehnice
,Procesele ciclului de viata al software-ului” RT 38370656-002:2006.

9. Standardele tehnologice de baza, care vor fi utilizate de Registru, sunt
urmatoarele:

9.1.standarde de date;

9.2.standard de metadate (1SO 11179);

9.3.standarde de schimb de informatii;

9.4.standarde de cautare a informatiilor;

9.5.standarde de securitate.

10. Respectarea standardelor mentionate la punctul 9 consta in:

10.1. sprijinirea interfetei de browser public pentru accesare;

10.2. utilizarea WFS ca mijloc principal de integrare a datelor;

10.3. utilizarea standardelor Internet si WWW — HTML, TCP/IP, SMTP;

10.4. utilizarea standardelor nationale si internationale privind calitatea si
securitatea datelor.

11. Pentru asigurarea functiilor de schimb de informatii cu alte sisteme
informatice, inclusiv cu cele internationale, standardul SDMX (Statistical Data
and Metadata Exchange), standardele legate de WFS si serviciile web, vor fi
implementate propunerile Organizatiei Internationale de Standardizare (1SO).



Capitolul 111
SPATIUL FUNCTIONAL AL SI RERE

12. SI RERE reprezinta punctul unic de evidenta a retelelor edilitare.

13. SI RERE asigura implementarea functiilor de baza ale unui sistem
informational, precum si a functiilor specifice rezultate din destinatia sistemului.
Urmatoarele componente functionale de baza vor fi implementate in SI RERE:

13.1.formarea componentelor resurselor informationale prin intermediul
interfetei cu utilizatorul SI RERE. Interfata permite utilizatorilor sa lanseze
gestionarea resurselor de informatii disponibile legate de acestea;

13.2.managementul inregistrarilor — reprezinta ansamblul de functionalitati
implementate in SI RERE si disponibile utilizatorilor in functie de drepturile lor
de acces. Utilizatorii vor putea lansa interogari pentru a obtine detalii suplimentare
despre unele obiecte informationale, pentru a utiliza instrumente interactive pentru
lucrul cu harta. Gestionarea datelor va fi efectuata in conformitate cu operatiunile
permise asupra resurselor informationale;

13.3.functionalitati de administrare si sistem — reprezinta o componenta
functionala a SI RERE, care asigura functionalitatile cheie de administrare,
configurare si control acces;

13.4.gestionarea drepturilor de acces la resursele SI RERE — pentru a
configura accesul utilizatorilor la resursele informationale;

13.5.managementul utilizatorilor si rolurilor — care implementeaza
functionalitatile destinate gestionarii profilurilor de utilizatori si alocarii
drepturilor de acces la resursele si datele SI RERE. Aceasta va oferi
functionalitatea necesara pentru gestionarea grupurilor/rolurilor si atribuirea
drepturilor de acces utilizatorilor SI RERE. Drepturile de acces la resursele
informationale ale SI RERE vor fi acordate fiecarui utilizator individual;

13.6.asigurarea continuitatii functionarii sau restabilirea functionarii Sl
RERE;

13.7.asigurarea interactiunii cu alte sisteme si resurse informationale - se
realizeaza prin utilizarea interfetelor destinate schimbului reciproc de date prin
intermediul platformei de interoperabilitate (MConnect), precum si prin integrarea
sistemelor informationale partajate (MPass, MNotify, MLog).

14. Contururile functionale de baza distribuie rolurile, functiile integrate ale
fiecarui contur si nivelul de accesibilitate pentru actualizarea, incarcarea seturilor
de date si completarea datelor in SI RERE, precum si diferentiaza si furnizeaza o
interfata personalizata fiecarui contur functional de baza.

15. Tn cadrul SI RERE se realizeaza urmitoarele contururi functionale:

15.1. conturul functional privind interactiunea functionala a tuturor
componentelor SI RERE, schimbul de date si interoperabilitatea datelor gestionate
de SI RERE, care asigura:

15.1.1. integritatea logica a S| RERE;

15.1.2. administrarea bazelor de date SI RERE;
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15.1.3. delimitarea drepturilor de acces pentru utilizatori;

15.1.4. furnizarea sau preluarea datelor catre/din alte sisteme
informationale de stat si sisteme informationale geografice de stat;

15.1.5. securitatea, protectia si pastrarea informatiilor Tn sistem este
asigurata in toate ctapele de colectare, de stocare si de utilizare a resurselor
informationale de stat gestionate de S| RERE conform SM ISO/CEI 27002:2014
,» Tehnologii informationale. Tehnici de securitate. Cod de buna practica pentru
managementul securitatii informatiilor”, SM ISO/CEI 15408-1:2014 ,,Tehnologia
informatiei. Tehnici de securitate. Criterii de evaluare pentru securitatea
tehnologiei informatiei. Partea 1: Introducere si model general”, SM ISO/CEI
15408-2:2014 ,,Tehnologia informatiei. Tehnici de securitate. Criterii de evaluare
pentru securitatea tehnologiei informatiei. Partea 2: Cerinte functionale de
securitate” si SM ISO/CEI 15408-3:2014 ,,Tehnologia informatiei. Tehnici de
securitate. Criterii de evaluare pentru securitatea tehnologiei informatiei. Partea 3:
Cerinte de asigurare a securitatii”;

15.1.6. respectarea cerintelor SI RERE privind protectia datelor cu caracter
personal;

15.1.7. asigurarea serviciilor de retea (vizualizare si descarcare).

15.2. conturul functional privind inregistrarea datelor proprii de catre
fiecare tip de utilizator, care asigura:

15.2.1. completarea datelor la inregistrarea in SI RERE;

15.2.2. introducerea datelor suplimentare cerute de sistemul informatic
pentru a lansa utilizarea anumitor functionalitati;

15.3. conturul functional care asigura autentificarea in SI RERE;

15.4. conturul functional privind gestionarea documentelor, care asigura
functii de evidenta a:

15.4.1. documentelor de intrare;

15.4.2. documente tehnologice;

15.4.3. documentelor de iesire.

15.5. conturul functional de evidenta a obiectelor informationale, care
realizeaza urmatoarele functii specifice:

15.5.1. inregistrarea datelor primare privind retelele edilitare;

15.5.2. actualizarea datelor privind retelele edilitare;

15.5.3. arhivarea datelor privind retelele edilitare.

15.6. conturul de administrare a SI RERE, care realizeaza urmatoarele
functii specifice:

15.6.1. administrarea parametrilor SI RERE;

15.6.2. gestionarea sabloanelor de documente ale SI RERE;

15.6.3. gestionarea clasificatoarelor si nomenclatoarelor SI RERE;

15.6.4. monitorizarea performantei SI RERE;

15.6.5. gestionarea rolurilor, nivelurilor de acces ale utilizatorilor.

16. SI RERE ofera o interfata in limba romana, ergonomica, intuitiva si
accesibila tuturor tipurilor de utilizatori prin intermediul unui browser web.
Interfata de utilizator a S| RERE va reprezenta un design grafic echilibrat, distinct
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si adaptabil pentru majoritatea dispozitivelor utilizate (desktop, notebook, tableta,
smartphone).
17. Pentru a facilita utilizarea SI RERE, sistemul va avea un ghid de
utilizare, aprobat de Agentia Geodezie, Cartografie si Cadastru si disponibil online
la nivelul fiecarei interfete cu utilizatorul.

Capitolul IV
STRUCTURA ORGANIZATIONALA A S| RERE

18. Proprietarul SI RERE este statul.

19. Posesorul SI RERE este Agentia Geodezie, Cartografie si Cadastru,
care asigura conditiile juridice, financiare si organizatorice pentru crearea si
tinerea S| RERE.

20. Detinitorul SI RERE este Intreprinderea de Stat Institutul de Geodezie,
Prospectiuni  Tehnice si Cadastru ,INGEOCAD”, care asigura crearea,
mentenanta, dezvoltarea S| RERE si implementarea cerintelor de securitate.

21. Administratorul tehnic al SI RERE este Institutia Publica ,,Serviciul
Tehnologia Informatiei si Securitate Cibernetica”, care isi exercita atributiile n
conformitate cu cadrul normativ in domeniul administrarii tehnice si al mentinerii
sistemelor informationale de stat.

22. Furnizori ai datelor SI RERE sunt entitatile si/sau operatorii retelelor
edilitare. Furnizorii de date pot fi concomitent si destinatari ai datelor.

23. Destinatarii datelor SI RERE sunt orice persoana fizica sau juridica,
care au un interes legitim in accesarea si obtinerea informatiilor din SI RERE.

24. Nivelul de acces al destinatarilor este diferentiat Tn functie de atributii,

25. Gestionarea resurselor informationale prin SI RERE se va realiza in
functie de volumul de date la care destinatarul are acces securizat.

26. Destinatarii datelor, in cazul in care au un interes legitim, au dreptul de
accesare si obtinere a informatiilor din Registru de evidenta a retelelor edilitare
(in continuare — Registru).

27. Operator al Registrului este persoana fizica, angajata de catre
detinatorul Registrului, care are atributii de integrare, la cerere, a datelor privind
retelele edilitare in Registru.

Capitolul V
DOCUMENTELE SI RERE

28. Documentele de baza ale S| RERE sunt clasificate dupa cum urmeaza:

28.1. Documentele de intrare sunt documente de baza pentru introducerea,
modificarea sau radierea inscrierilor din SI RERE si includ:

28.1.1. documentatia tehnicd a obiectelor informationale a retelelor
edilitare luate la evidenta;
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28.1.2. contractele privind constructia retelelor edilitare;

28.1.3. documentatia de receptie a lucrarilor.

28.2. Documente de iesire includ:

28.2.1. fise tehnice ale obiectelor informationale a retelelor edilitare luate
la evidenta (inclusiv toate informatiile despre retea);

28.2.2. serviciile de retea (vizualizare, descarcare si transformare), conform
Legii nr. 254/2016 cu privire la infrastructura nationala de date spatiale;

28.2.3. rapoarte statistice si dari de seama;

28.2.4. alte rapoarte.

28.3. Documentele tehnologice se constituie din:

28.3.1. documentele care contin informatii privind importul de date
necesare inregistrarilor din sisteme terte;

28.3.2. manuale, ghiduri si instructiuni tehnice de Tnregistrare a obiectelor
informationale a retelelor edilitare;

28.3.3. nomenclatoare utilizate de registru;

28.3.4. documente care contin inregistrari de audit privind actiunile
utilizatorilor;

28.3.5. rapoarte si statistici agregate de utilizare a sistemului;

28.3.6. alte materiale aferente proceselor tehnologice.

29. SI RERE permite arhivarea datelor si a documentelor, in scopul
eficientizarii procesului de prelucrare, de actualizare si de furnizare a informatiei
documentate.

Capitolul VI
SPATIUL INFORMATIONAL AL SI RERE

Sectiunea 1
Obiectele informationale de baza gestionate de Registru

30. Spatiul informational al SI RERE cuprinde totalitatea obiectelor
informationale ale componentelor sistemului, incluzénd datele (atributive) si
identificatorii asociati fiecarui obiect informational.

31. Particularitatile de baza ale obiectelor informationale gestionate de
Registru se caracterizeaza prin:

31.1.unicitatea datelor — semnifica existenta identificatorului unic (ID),
care deosebeste obiectul respectiv de alte obiecte similare si care ramane
neschimbat dupa atribuirea initial;

31.2.starea obiectului informagional — fiecare obiect informational are stare
definitd conform prevederilor cadrului legislativ;

31.3.comportamentul obiectului informasional — semnifica totalitatea de
evenimente, care se petrec cu obiectul si care sunt luate in consideratie in sistem;
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31.4.interoperabilitatea datelor —obiectele informationale sau atributele
acestora pot fi integrate cu alte registre si sisteme informationale pentru a asigura
coerenta si actualizarea automata a datelor;

31.5.structura si descrierea obiectelor informagionale — obiectele sunt
structurate dupa categorii si mai multe nivele, asigurand o structura standardizata
ce permite gestionarea eficienta si rapida a datelor;

31.6.protecria obiectelor informarionale — accesul la obiectele
informationale este reglementat strict in functie de rolurile utilizatorilor.

32. Obiectele informationale de baza gestionate de SI RERE sunt:

32.1.Rerelele electrice reprezinta obiecte informationale, ce includ
totalitatea datelor aferente sistemului de infrastructura tehnica destinat
transportului si distributiei energiei electrice de la punctele de generare catre
consumatorii industriali si casnici.

32.2.Retelele de gaze naturale reprezinta obiecte informationale, ce includ
totalitatea datelor aferente sistemului de infrastructurda tehnica destinat
transportului, distributiei si furnizarii de gaze naturale de la punctele de extractie
sau productie catre consumatorii industriali si casnici.

32.3.Rerelele sistemelor de alimentare cu apa si canalizare reprezinta
obiecte informationale, ce includ totalitatea datelor aferente infrastructurii tehnice
si cuprind:

32.3.1. Retelele sistemelor de alimentare cu apa Sistemul destinat
transportului, distributiei si furnizarii de apa de la punctele de captare sau
productie catre consumatorii industriali si casnici;

32.3.2. Retelele de canalizare sistemul destinat colectarii, transportarii si
evacuarii apelor uzate de la consumatori la statiile de epurare, pentru tratarea
acestora si evacuarea n emisar.

32.4. Retelele de canalizare pluviala reprezinta obiecte informationale, ce
includ totalitatea datelor aferente infrastructurii tehnice destinata colectarii,
transportului si evacuarii apelor pluviale provenite din precipitatii, asigurand
astfel gestionarea eficientd a apelor meteorice pentru a preveni inundatiile si
deteriorarea infrastructurii urbane.

32.5. Rerelele termice reprezinta obiecte informationale, ce includ
totalitatea datelor aferente sistemului de infrastructura tehnica destinat producerii,
transportarii, transformarii si distribuirii energiei termice catre consumatori.

32.6. Rerelele de comunicatii  electronice  reprezinta  obiecte
informationale, ce includ totalitatea datelor aferente sistemului de infrastructura
tehnica, destinat transmiterii semnalelor prin suport fizic, electromagnetic sau prin
orice alte mijloace, incluzand retele de comunicatii prin satelit, retele fixe (cu
comutare de circuite sau comutare de pachete, inclusiv Internet) si retele mobile
terestre, retele de transport al energiei electrice, in cazul in care acestea sint
utilizate si pentru transmiterea semnalelor, retele utilizate pentru difuzarea
programelor audiovizuale, retele de televiziune prin cablu, indiferent de tipul
informatiei transmise.
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32.7. Rerelele  sistemelor  hidroameliorative  reprezinta  obiecte
informationale, ce includ totalitatea datelor aferente sistemului de infrastructura
tehnica, destinate gestionarii si imbunatatirii conditiilor hidrologice ale terenurilor
agricole sau ale altor suprafete de teren, cu scopul de a optimiza productia
agricola, a preveni inundatiile si a controla eroziunea solului.

33. Ansamblul obiectelor informationale, a ID-urilor unice, a starilor si a
datelor atributive defineste spatiul informational al SI RERE. Structura este
standardizata, interoperabild si auditabild, asigurand coerenta cu infrastructura
nationald de date spatiale, serviciile de retea si integrarea prin MConnect, cu
autentificare MPass si jurnalizare MLog.

34. Pentru fiecare categorie de retea, SI RERE gestioneaza obiecte la doua
niveluri:

34.1. obiect agregat de retea (ex.: ,,Reteaua de distributie XXX — sector
BOT”),

34.2. element structural (ex.: segment de conducta/cablu, nod/bransament,
echipament: vana, camin, statie, post, tubulatura, camera de tragere etc.).

35. Obiectele informationale se impart in:

35.1. obiecte informationale proprii, create/identificate primar n SlI
RERE, carora li se atribuie 1D proprii, definind blocurile minime de atribute si
gestionand evenimentele din ciclul de viata;

35.2. obiecte informationale Tmprumutate, preluate Tmpreuna cu
identificatorul din alt sistem. ID-ul sursa nu se modifica se mapeaza la schema
interna si se completeaza atributele, cu pastrarea trasabilitatii.

36. Formatul ID pentru obiectele proprii din SI RERE este standardizat si
indica:

36.1. tipul de retea;

36.2. codul localitatii;

36.3. zona,

36.4. tipul de element;

36.5. numadr unic din 6 cifre, secvential;

36.6. anul inregistrarii

37. Formatul ID pentru obiectele Tmprumutate din alte sisteme este compus
din partea nemodificabila: sursd si ID sursd, dupd care urmeaza elementele
descrise la subpct.36.1.-36.6.

38. Descrierea detaliata a elementelor se va face conform unui ordin,
aprobat de posesorul SI RERE.

Sectiunea 2
Interactiunea cu alte sisteme informationale si cu sisteme informationale
partajate
39. Fluxul de date referitor la mecanismul de interoperabilitate al S| RERE
cuprinde procesele de interpolare a datelor din componentele interne si sursele
externe, combinarea acestora si formarea obiectelor informationale specifice
fiecarei componente, precum si furnizarea informatiei prin schimb de date si
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interoperabilitate, consumul de date din registrele si sistemele care contin date
relevante. SI RERE receptioneaza/actualizeaza si stocheaza datele si informatiile
comunicate din surse oficiale.

40. Pentru a asigura functionarea corectd, SI RERE interactioneaza si
realizeaza schimbul de date prin intermediul platformei de interoperabilitate
(MConnect) sau, dupa caz, in conformitate cu cadrul normativ prin servicii de
retea, cu urmatoarele sisteme informationale de stat:

40.1. Sistemul informational geografic de stat ,,Geoportalul tematic pentru
datele spatiale ale Agentiei Geodezie, Cartografie si Cadastru” — in vederea
furnizarii si schimbului de date spatiale referitoare la retelele edilitare si obiectele
informationale aferente, conform cerintelor privind interoperabilitatea;

40.2. alte sisteme informationale, stabilite prin cadrul de reglementare
aplicabil;

40.3. SI RERE, pe langa realizarea schimbului de date sincronic prin
platforma de interoperabilitate (MConnect), va permite integrarea cu componenta
(MConnect Events), prin expunerea evenimentelor in timp real in contextul
realizarii servicii proactive, in conformitate cu ghidul tehnic publicat de AGE.

41. S| RERE va interactiona cu urmatoarele sisteme de informatii partajate:

41.1.platforma de interoperabilitate (MConnect) - pentru schimbul de date
cu alte sisteme informatice si registre;

41.2.serviciul electronic guvernamental de autentificare si control al
accesului (MPass) - pentru autentificare si control acces in sistem;

41.3.serviciul guvernamental de jurnalizare electronica (MLog) - pentru a
asigura evidenta operatiunilor (evenimentelor) produse in cadrul SI RERE;

41.4.serviciul guvernamental de notificare electronica (MNotify) - pentru
notificarea utilizatorilor;

41.5.serviciul de plata electronica guvernamentala (Mpay) — pentru plata si
incasarea platilor de la solicitanti de servicii;

41.6.serviciul de livrare guvernamentala (MDelivery) — pentru asigurarea a
unui mecanism unic de livrare fizica, prin intermediul SI RERE, a rezultatelor
prestarii serviciilor publice catre solicitanti.

42. In scopul asigurdrii interoperabilitatii si a schimbului de date cu alte
sisteme si resurse informationale de stat prin intermediul platformei de
interoperabilitate (MConnect), posesorul inregistreaza activele semantice utilizate
in Sistemul informational ,,Catalogul semantic”.

Sectiunea 3
Scenariile SI RERE

43. Scenariile de baza reprezinta totalitatea evenimentelor care se produc
asupra obiectelor informationale gestionate in cadrul SI RERE, incluzand
introducerea, completarea, actualizarea/modificarea si scoaterea din evidenta a
acestora. Toate aceste operatiuni sunt pastrate si gestionate automat in sistem.

44, Pentru toate obiectele informationale ale ST RERE se aplicd urmatoarele
scenarii generale de interactiune:
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44.1.Introducerea primard a datelor: se efectueaza de catre furnizorii de
date, prin incarcarea initiald a obiectelor informationale in sistem si include
verificari de structura, format, continut si coordonate (MOLDREF 99), validare
automata si jurnalizare;

44.2 .Scenariul comportamentului fiecarui obiect (stari si evenimente):

44.2.1. Stari, care sunt gestionate conform regulilor de actualizare,
jurnalizare si arhivare din SI RERE:

a) IN LUCRU (proiect/executare);

b) ACTIV (in exploatare);

c) INDISPONIBIL (avarii/intreruperi);

d) RELOCARE/MODERNIZARE (tranzitie);

e) SCOS DIN UzZ;

f) ARHIVAT (post-radiere).

44.2.2. Evenimente (aplicabile tuturor categoriilor):

a) Creare/introducere primara (initializare, atribuirea ID-ului);

b) Completare/actualizare (noi atribute, extinderi, modificari tehnice);

c) Relocare (schimbare traseu/pozitionare);

d) Modernizare/substituire componente (diametre, materiale, capacitati);

e) Incident/Avarie (marcare stare, evidente MLog);

f) Casare/Dezafectare (scoatere din evidenta);

g) Arhivare (mentinerea istoricului si metadatelor).

45. Completarea si actualizarea/modificarea datelor, Se realizeaza de catre
furnizorii de date, la aparitia unor informatii noi, modificari tehnice, extinderi,
modernizari sau corectari necesare;

46. Scoaterea din evidentd, radierea si arhivarea datelor, Se efectueaza de
catre furnizorii de date: — in cazul casarii, dezafectarii sau incetarii existentei fizice
a retelelor, conform procedurilor legale aplicabile fiecarui tip de infrastructurd;
sau — 1n cazul scoaterii din uz a ST RERE, in conditiile stabilite de cadrul normativ;

47. Fluxurile informationale din si cdtre SI RERE se desfasoara conform
urmatoarelor etape:

47.1.colectarea si incarcarea datelor se realizeaza de catre furnizorii de date,
prin interfata SI RERE sau prin depunerea pe suport digital, cu autentificare prin
MPass si jurnalizare in Mlog;

47.2.validarea automata verifica structura, formatul, coordonatele
(MOLDREF 99) si integritatea datelor; in cazul erorilor, inregistrarea este
respinsa;

47.3.integrarea si actualizarea presupun atribuirea ID-ului, completarea
blocurilor de atribute si gestionarea versiunilor;

47.4.publicarea controlata se efectueaza prin servicii de retea (vizualizare,
descarcare, transformare), cu acces diferentiat conform drepturilor stabilite;

47.5.auditul si controlul calitatii includ verificari periodice, compararea cu
surse externe si masuratori in teren. Corectiile sunt solicitate furnizorilor de date.

48. Proceduri critice:
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48.1.Inregistrarea initiala implica verificarea documentatiei (proiect,
receptie), validarea geospatiala (MOLDREF 99), controlul formatelor
(GeoJSON), atribuirea ID-ului, jurnalizarea si publicarea progresiva;
48.2.scoaterea din evidentd se realizeaza prin schimbarea starii la ,,SCOS
DIN UZ”, urmata de ,,ARHIVAT”. Se pastreaza istoricul tehnic, este interzisa
stergerea fizica a inregistrarilor, iar accesul la istoricul arhivat este diferentiat.

Sectiunea 4. Datele atributive ale obiectelor informationale
(seturi minime si blocuri)
49. Blocuri de date, aplicabile general:
49.1.geospatiale: tip geometrie (linie/punct/poligon), traseu, noduri,
coordonate — MOLDREF 99; tolerante, acuratete, sursa masuratorii;
49.2.tehnice: material, diametru/sectiune, capacitate, presiune/voltaj/clasa,
regim operare;
49.3.administrativ-juridice: detinator, operator, acte (proiect, receptie), zona
de protectie, restrictii;
49 .4.operationale: stare, data punerii in functiune, interventii, incidente;
49.5.ciclu de wviata/istoric: versiuni, evenimente, date de actualizare,
utilizator;
49.6.metadate: sursa, calitate, format, validare.
50. Atribute minime pe tip de retea:
50.1.Apa (APA): material conductd, diametru nominal, presiune, debit,
adancime, anul instalarii, bransamente, vane, caimine, operator, zona de protectie;
50.2.Canalizare (CAN): material, diametru, panta, capacitate (I/s), adancime,
camine, statii de pompare, racorduri, anul instalarii;
50.3.Pluvial (PLUV): tip colector (deschis/inchis), diametru/sectiune,
bazine/rigole, guri de scurgere, capacitate, punct de evacuare, lucrari
antiinundatii,
50.4.Electric (ELEC): nivel tensiune (0.4kV/6kV/10kV/110kV etc.), tip
cablu/conductor, izolatie, traseu, post/statie, putere, anul instalarii;
50.5.Gaze (GAZ): clasa de presiune (joasd/medie/inaltd), material, diametru,
statie reglare/masurare, supape, anul instaldrii;
50.6.Termic (TERM): regim termic (tur/retur), tip agent, izolatie, diametru,
statie termica, putere termica, anul instalarii;
50.7.Comunicatii  (TEL): mediu (fibrd/cupru/coax/radio), capacitate
(fibres/pairs), puncte distributie, camere de tragere, echipamente active/pasive;
50.8.Hidroameliorative (HAMD): tip canal, sectiune (latime/adancime),
statii de pompare, debite, lucrari hidrotehnice, punct evacuare, protectii.
51. Continutul exact, formatul datelor spatiale si atributive se aproba prin
ordin de posesorul SI RERE.
52. Datele se transmit vectorial (GeoJSON), MOLDREF 99, cu validare
automata si respingere la erori de structurd/format.

Capitolul VII
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SPATIUL TEHNOLOGIC AL SI RERE

53. SI RERE este conceput ca un sistem modular, care asigura posibilitatea
dezvoltarii acestuia fara a afecta continuitatea functionarii.

54. La nivel conceptual, arhitectura SI RERE este definita pe 3 niveluri:

54.1.nivelul interfetei — serverul pentru pagini web, cu formulare de

utilizator si informatii din baza de date pentru vizualizare si utilizare prin
intermediul browserului web;

54.2.produsul program de nivel mediu — serverul de aplicatii care sustine

partea client care serveste interfata cu utilizatorii, transforma cererile

utilizatorilor in interogari si primeste informatii din baza de date, pe care o

prezinta intr-o forma convenabila pentru perceptie;

54.3.nivelul inferior — serverul bazei de date.

55. Arhitectura si mijloacele tehnice utilizate pentru realizarea
infrastructurii informationale se stabilesc de catre posesor si detindtor la toate
etapele de elaborare si implementare a S| RERE.

56. Arhitectura complexului software-hardware, lista produselor software
si a echipamentelor utilizate la crearea infrastructurii informationale se determina
de catre detinator 1n etapele ulterioare de dezvoltare a S| RERE, tinand cont de:

56.1.implementarea unei solutii bazate pe SOA (Service Oriented
Arhitecture — arhitectura software bazata pe servicii), care ofera posibilitatea
reutilizarii unor functii ale sistemului cu noi functionalitati, farda a afecta
functionarea sistemului;

56.2.implementarea functionalitatilor de arhivare (backup) si restabilire a
datelor in caz de incidente.

57. Solutia tehnica a SI RERE poate fi bazat pe sub-sisteme asociate care
functioneaza in vederea realizarii sarcinilor si obiectivelor sistemului.

58. Sl RERE este gazduit pe platforma tehnologicd guvernamentalad
comund (MCloud) in conformitate cu Hotararea Guvernului nr. 128/2014 privind
platforma tehnologica guvernamentala comuna (MCloud).

59. Produsele si echipamentele SI RERE indeplinesc urmatoarele cerinte:

59.1.asigura posibilitatea stocarii unor volume mari de informatii;

59.2.asigura posibilitatea de extindere functionald si putere de calcul
(extensibilitate si scalabilitate);

59.3.sprijina prelucrarea distribuitd a datelor, accesul la resurse atat in
reteaua locala, cat si in internet;

59.4.foloseste un sistem unic de clasificare si codificare (unificare);

59.5.asigura fiabilitate ridicata;

59.6.asigura coerenta si caracterul complet al informatiilor;

59.7.sprijina posibilitatea de modernizare pe parcursul procesului de
exploatare.

Capitolul VIII
ASIGURAREA SECURITATII INFORMATIILOR SI RERE
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60. Securitatea informatiei presupune protectia SI RERE 1n toate etapele
proceselor de creare, prelucrare, stocare si transmitere a datelor, de actiuni
accidentale sau intentionate cu caracter artificial sau natural, care au ca rezultat
producerea de prejudicii posesorului si utilizatorilor resurselor informationale si
infrastructurii informationale.

61. Principalele mecanisme de securitate a informatiilor utilizate vor fi:

61.1.autentificarea si autorizarea accesului la date;

61.2.gestionarea accesului la date;

61.3.Tnregistrarea actiunilor utilizatorilor sistemului;

61.4.criptarea datelor;

61.5.audit IT;

61.6.proceduri de recuperare in caz de incidente.

62. Cea mai sensibila legatura cu risc in sistemul de securitate este factorul
uman. Din aceste motive, pregatirea personalului pentru dobandirea experientei
de rezistenta la amenintirile informatice este un element foarte important. in
procesul de dezvoltare a SI RERE, pentru asigurarea securitatii informationale, se
vor lua in considerare algoritmii si protocoalele standardizate si recunoscute la
nivel international, cu respectarea cadrului normativ al Republicii Moldova.

63. Accesul la resursele SI RERE este asigurat si autorizat prin serviciul
guvernamental de autentificare electronica si control acces (MPass). Utilizatorii
SI RERE au drepturi de acces distincte in functie de nivelul de securitate caruia 1i
corespund. Pentru fiecare categorie de acces exista posibilitatea definirii rolurilor
si drepturilor utilizatorului (inclusiv la nivel de acces la interfata accesibila
utilizatorilor).

64. Accesul la informatiile bazei de date va fi limitat pe baza drepturilor si
rolurilor specifice ale utilizatorului. Fiecare categorie de utilizatori va avea acces
la 0 interfata personalizata (diferita de cea a altor categorii de utilizatori) pentru
vizualizarea si gestionarea informatiilor bazei de date.

65. Indiferent de nivelul de acces al utilizatorului, niciun grup de acces nu
are dreptul de a sterge direct inregistrarile bazei de date, fiind permisa doar
modificarea starii inregistrarii care urmeaza sa fie stearsa.

66. Orice modificare potential periculoasa, modificare a informatiilor unei
inregistrari, modificare a starii inregistrarii, adaugare de noi inregistrari etc., va fi
jurnalizata aratdnd momentul de timp si utilizatorul care a efectuat modificarile
potential periculoase.

67. La nivel fizic, politica de securitate a informatiilor este implementata
prin module automatizate pentru generarea de copii de rezerva ale fisierelor,
bazelor de date si aplicatiilor IT aflate Tn productie. Detinatorul are posibilitatea
de a defini politica pentru generarea automata a copiilor de rezerva.

68. Detinatorul S| RERE va avea angajati sau va contracta personal calificat
pentru realizarea auditului, verificarea si perfectionarea continuda a securitatii
informatiilor in materie de asigurare a securitatii informatiilor.

69. In cadrul SI RERE se asigurad generarea si pastrarea inregistrarilor de
audit ale securitdtii pentru operatiile de prelucrare a datelor cu caracter personal
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in conditiile cadrului normativ in materie de protectiec a datelor cu caracter
personal. SI RERE wva utiliza functionalitatea de autentificare doar prin
intermediul serviciului electronic guvernamental de autentificare si control al
accesului (MPass).

70. Utilizatorii SI RERE vor fi autorizati sa acceseze doar blocurile
functionale si datele pentru care au permisiunile necesare, conform rolurilor
fiecaruia. Utilizatorii si rolurile acestora vor fi gestionate prin intermediul
serviciului MPass. SI RERE va prelua rolurile utilizatorilor din serviciul
electronic guvernamental de autentificare si control al accesului (MPass).

71. O necesitate importantd legata de securitate este necesitatea pastrarii
inregistrarilor de audit pentru analiza integritatii SI RERE si pentru monitorizarea
activitatii utilizatorilor. SI RERE se va baza pe un mecanism de inregistrari de
audit dublu (intern si cu utilizarea serviciului electronic guvernamental de
jurnalizare (MLog), ce urmeaza practicile internationale.

Capitolul IX
DISPOZITII FINALE

72. Agentia Geodezie, Cartografie si Cadastru va asigura implementarea
unei solutii tehnologice cu o arhitectura flexibild care permite integrarea
componentelor, scalabilitatea, securitatea, automatizarea proceselor, suport
analitic avansat si 0 interfata prietenoasa pentru utilizatori.

73. Tnainte de punerea in exploatare a SI RERE, Agentia Geodezie,
Cartografie si Cadastru va asigura inregistrarea acestuia in Registrul resurselor si
sistemelor informationale de stat.
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Anexanr. 2
la Hotararea Guvernului nr._ /2026

REGULAMENTUL
Privind modul de tinere al Registrului de evidenta a retelelor edilitare

Capitolul |
Dispozitii generale

1. Prezentul Regulament stabileste drepturile si obligatiile subiectilor
raporturilor juridice aferente crearii, exploatarii si utilizarii Registrului de evidenta
a retelelor edilitare” (in continuare — RERE), procedura de finregistrare,
modificare, completare si radiere a datelor, procedura de interactiune cu furnizorii
de date; masurile privind asigurarea securitdtii RERE.

2. RERE reprezinta totalitatea informatiilor documentate referitoare la
retelele edilitare existente pe teritoriul Republicii Moldova, care includ: retelele
electrice, retelele de gaze naturale, retelele de apa si canalizare, retelele termice,
de comunicatii electronice, canalizare pluviala si sistemele hidroameliorative,
precum si datele privind entitatile si/sau operatorii acestora, zonele de protectie,
restrictiile si documentatia tehnica asociata.

3. RERE este parte componenta a resurselor informationale de stat ale
Republicii Moldova.

4. RERE este tinut cu respectarea principiilor legalitatii, veridicitatil,
interoperabilitatii, securitatii, accesului diferentiat si confidentialitatii, n
conformitate cu Legea nr. 290/2024 cu privire la evidenta retelelor edilitare, Legea
nr. 71/2007 cu privire la registre, Legea nr. 254/2016 cu privire la infrastructura
nationala de date spatiale.

5. RERE este parte integrantd a Sistemului Informational ,,Registrul de
evidenta a retelelor edilitare”, care functioneaza ca o platforma informatica
unificata, gazduitd pe infrastructura tehnologica guvernamentala (MCloud) si
interconectata prin platforma de interoperabilitate (MConnect) cu alte registre si
resurse informationale de stat.

6. Scopul principal al RERE este crearea unei baze de date nationale
centralizate si standardizate cu privire la retelele edilitare, pentru a asigura
evidenta acestora, prevenirea incidentelor in timpul lucrarilor ingineresti,
coordonarea investitiilor in infrastructura si furnizarea de date actualizate tuturor
partilor interesate.

7. RERE sprijina transparenta procesului decizional si eficientizarea
activitdtilor de planificare teritoriala, proiectare, autorizare, executie si intretinere
a retelelor edilitare, oferind acces diferentiat autoritatilor publice, operatorilor de
retele, proiectantilor, executantilor de lucrari si altor utilizatori legitimi.

8. Accesul la resursele informationale de stat sunt obtinute prin
interconectare automata cu alte registre de stat, prin contributia furnizorilor de
date, prin introducerea manuala de catre operatorii Registrului, conform fluxurilor



20
prevazute de Legea nr. 290/2024 cu privire la evidenta retelelor edilitare si
prezentul regulamentul.

9. Prin inregistrarea in RERE, retelele edilitare dobandesc statutul de
obiecte informationale oficial recunoscute la nivel national. Atribuirea unui
identificator unic la 1inregistrare confirmd luarea la evidentd in sistemul
informational al statului.

Capitolul 11
SUBIECTII RAPORTURILOR JURIDICE TN DOMENIUL
TINERII RERE

10. Subiectii raporturilor juridice sunt:

10.1.proprietarul;

10.2.posesorul;

10.3.detinatorul;

10.4.administratorul tehnic;

10.5.furnizorii de date;

10.6.destinatarii datelor;

10.7.operatorul Registrului.

11. Proprietarul RERE este statul, care isi exercita dreptul de proprietate si
gestiune asupra RERE.

12. Posesorul RERE este Agentia Geodezie, Cartografie si Cadastru, care
asigurd conditiile juridice, financiare si organizatorice pentru crearea si tinerea
RERE.

13. Detinitorul RERE este Intreprinderea de Stat Institutul de Geodezie,
Prospectiuni Tehnice si Cadastru ,,INGEOCAD?”, care are dreptul de gestionare,
mentenanta, dezvoltare si asigurare a securitdtii operationale a RERE 1n
conformitate cu cadrul normativ.

14. Administratorul tehnic al RERE este institutia publica ,,Serviciul
Tehnologia Informatiei si Securitate Cibernetica”, care Tsi exercita atributiile Tn
conformitate cu cadrul normativ in materie de administrare tehnica si de mentinere
a sistemelor informationale de stat.

15. Furnizori ai datelor RERE sunt entitatile si/sau operatorii retelelor
edilitare. Furnizorii de date pot fi concomitent si destinatari ai datelor.

16. Destinatariit RERE sunt beneficiarii de servicii, persoanele fizice,
autoritatile/institutiile publice si persoanele juridice de drept public, mandatate sa
acceseze datele privind retelele edilitare conform legislatiei privind accesul la
informatie si schimbul de date.

17. Operator al Registrului este persoana fizica, angajata in cadrul entitatii
abilitate cu functii de implementare a politicii statului in domeniul geodeziei,
cartografiei, geoinformaticii si teledetectiei, care asigura integrarea la cerere a
datelor privind retelele edilitare in Registru.

Capitolul 111
DREPTURILE, ATRIBUTIILE SI OBLIGATIILE
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SUBIECTILOR RERE
18. Subiectii RERE beneficiaza de drepturi de acces conform atributiilor si
functiilor detinute. Nivelul de acces la informatie este determinat in functie de
responsabilitatile fiecarui participant si de criteriile de acces stabilite.
19. Accesul la RERE este divizat conform categoriilor de date, fiind
reglementat prin atribuirea unor drepturi specifice, precum: vizualizare,
adaugare/introducere, modificare si eliminare a datelor.

Sectiunea 1
Drepturile si obligatiile posesorului

20. Posesorul are urmatoarele drepturi:

20.1.sa elaboreze si sa promoveze cadrul normativ secundar privind
organizarea si functionarea RERE, Tn limita competentelor sale;

20.2.sa propuna si sa implementeze solutii pentru dezvoltarea,
modernizarea si interoperabilitatea RERE;

20.3.sa supravegheze respectarea cerintelor legale si a principiilor de
functionare a RERE;

20.4.sa delege detinatorului atributii aferente Tintretinerii si extinderii
functionale a RERE;

20.5.sa solicite furnizorului corectarea datelor eronate sau incomplete din
RERE.

21. Obligatiile posesorului RERE:

21.1.sa asigure conditiile organizatorice, tehnice si financiare pentru
implementarea, intretinerea si dezvoltarea RERE;

21.2.sa aprobe modificarile sistemice necesare sau rectificarile privind
erorile aparute in procesul de utilizare a RERE;

21.3.sa organizeze sesiuni de instruire, ghiduri si activitati de promovare
pentru utilizarea corecta si eficienta a RERE;

21.4.sa coordoneze elaborarea politicilor de securitate, standardizare si
interoperabilitate aferente RERE;

21.5.sa asigure colaborarea interinstitutionald in vederea popularii si
intretinerii RERE;

21.6.sa asigure gestionarea RERE conform prevederilor legale si a regulilor
aprobate prin prezentul Regulament;

21.7.sa sprijine detinatorul in utilizarea si adaptarea solutiilor software
aferente RERE;

21.8.sa informeze utilizatorii cu privire la modificarile de ordin tehnic,
organizatoric sau functional ale RERE;

21.9.sa asigure implementarea politicilor de protectie si Securitate a
informatiilor gestionate de RERE;

21.10. sd solicite actualizarea sau corectarea datelor inexacte sau incomplete
de catre furnizori de date;

21.11.sa utilizeze datele din RERE exclusiv in scopurile permise de lege si
reglementarile in vigoare;
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21.12.sa respecte cadrul normativ privind accesul la date, interoperabilitate,
protectia datelor personale si proprietatea publica asupra informatiei.

Sectiunea a 2-a
Drepturile si obligatiile detindtorului RERE

22. Drepturile detinatorului RERE:

22.1.sa suspende functionarea partiala sau totala a RERE in caz de incidente
majore, riscuri semnificative de securitate, deficiente critice de sistem sau situatii
exceptionale, Tn conditiile cadrului normativ aplicabil;

22.2.sa dezvolte, sa intretind si sa optimizeze functionalitatile tehnice si
operationale ale RERE;

22.3.sd corecteze erorile apdrute in procesul de inregistrare, validare,
actualizare sau arhivare a datelor referitoare la retelele edilitare;

22.4.sa autorizeze, suspende sau revoce drepturile de acces la RERE, in
limitele competentelor legale si ale prezentului Regulament;

22.5.sa acorde sprijin metodologic si tehnic furnizorilor de date in procesul
de inregistrare, actualizare sau validare a informatiilor privind retelele edilitare;

22.6.sa respecte si sa implementeze recomandarile formulate de posesor
pentru asigurarea functionalitatii optime a RERE;

22.7.sa informeze periodic posesorul privind starea tehnica si functionala a
RERE, in conformitate cu scopul, destinatia si cadrul legal al acestuia.

23. Obligatiile detinatorului RERE:

23.1.sa asigure administrarea tehnicd, mentenanta, suportul operational si
controlul functionarii RERE, conform standardelor nationale si internationale
aplicabile;

23.2.sd asigure functionarea neintreruptd si in regim continuu a RERE,
inclusiv disponibilitatea online a sistemului;

23.3.sa elaboreze planuri de dezvoltare si modernizare a RERE, in acord cu
necesitatile institutionale si cerintele beneficiarilor;

23.4.sa raporteze periodic posesorului privind necesitatile de extindere
functionala, evolutia utilizarii si incidentele tehnice;

23.5.sd asigure pastrarea in siguranta a datelor inregistrate in RERE;

23.6.sa asigure confidentialitatea si integritatea informatiilor gestionate prin
RERE.

Sectiunea a 3-a
Drepturile si obligatiile furnizorului RERE

24. Drepturile furnizorului:

24.1.sa solicite de la detinator inregistrarea contului de acces in RERE;

24.2.sa acceseze RERE n conditiile stabilite prin prezentul Regulament, in
limitele rolului si nivelului de acces atribuit;

24.3.s3 obtina, conform procedurilor elaborate de posesor, prin intermediul
RERE, date privind infrastructura retelelor edilitare Tnregistrate in zonele in care
Intentioneaza sa execute lucrari sau in care gestioneaza retele;
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24.4.sa transmitd posesorului propuneri pentru imbunatatirea, extinderea
sau optimizarea functionarii RERE.

25. Obligatiile furnizorului:

25.1.s3 introduca datele referitoare la retelele edilitare pe care le are in
gestiune, respectand structura si formatele impuse de sistem;

25.2.sa mentind actualizate datele introduse in RERE si sa asigure coerenta
lor cu realitatea din teren si documentatia tehnica relevanta;

25.3.s3 utilizeze exclusiv functionalitatile RERE in scopurile permise de
lege, fara a depasi limitele rolului atribuit;

25.4.sa colaboreze cu alti furnizori si cu autoritatile competente pentru
validarea si integrarea corecta a datelor in RERE.

Sectiunea a 4-a
Drepturile si obligatiile destinatarilor RERE

26. Drepturile destinatarului:

26.1.sa solicite acces la informatiile din RERE Tn baza unui interes legitim,
n limitele nivelului de acces stabilit de posesor;

26.2.sa utilizeze functionalitatile puse la dispozitie de RERE, conform
rolului si atributiilor specifice (vizualizare, cautare);

26.3.s4 primeasca raspunsuri la solicitdrile de informatii Tn format
electronic, prin intermediul RERE;

26.4.sa consulte informatiile privind localizarea, caracteristicile, zona de
protectie, entitatile si/sau operatorii retelelor edilitare, in conformitate cu nivelul
de acces aprobat;

26.5.sa 1inainteze propuneri posesorului sau detinatorului pentru
optimizarea interfetei de acces sau a continutului informativ livrat prin RERE;

26.6.sa conteste, prin procedurile administrative in vigoare, eventualele
restrictii de acces nejustificate sau refuzuri neargumentate privind furnizarea
informatiilor;

26.7.sa notifice detindtorul despre eventualele erori, omisiuni sau
disfunctionalitati constatate in timpul utilizarii RERE.

27. Obligatiile destinatarului:

27.1.s3 acceseze si sa utilizeze datele din RERE exclusiv Tn scopuri legale,
n limita competentelor si a drepturilor de acces atribuite;

27.2.sa nu modifice, falsifice sau utilizeze in mod abuziv datele din RERE
n scopuri contrare legii sau interesului public;

27.3.sa pastreze confidentialitatea informatiilor sensibile sau cu acces
restrictionat, in conformitate cu nivelul de securitate asociat contului;

27.4.sa nu transmita accesul la RERE catre terti;

27.5.sa utilizeze echipamente si aplicatii conforme cu cerintele tehnice ale
sistemului pentru a evita compromiterea securitatii platformei;

27.6.sa respecte politica de securitate a informatiilor din Registru, inclusiv
obligatia de a nu incerca sa acceseze date pentru care nu este autorizat;
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27.7.sa asigure corecta citare a sursei in cazul utilizarii datelor in rapoarte,
studii sau documentatii.

Sectiunea a 5-a
Drepturile si obligatiile operatorului RERE

28. Operatorul RERE este persoana responsabila de efectuarea
operatiunilor de integrare, actualizare si administrare a datelor privind retelele
edilitare in RERE.

29. Operatorul RERE are urmatoarele drepturi:

29.1.sa solicite furnizorilor de date setul complet de date spatiale si
descriptive necesare pentru integrarea sau actualizarea informatiilor in RERE;

29.2.sa examineze acuratetea, completitudinea si conformitatea datelor
furnizate;

29.3.sa decida asupra integrarii datelor privind retelele edilitare in RERE;

29.4.sa decida, asupra modificarii datelor existente in RERE;

29.5.sa refuze motivat integrarea sau modificarea datelor, in cazul
neconformitatilor sau al nerespectarii cerintelor legale;

29.6.sa acceseze la infrastructura tehnica si informationala necesara pentru
indeplinirea atributiilor;

29.7.sa beneficieze de instruire periodica privind utilizarea sistemelor
informationale relevante, normele tehnice si procedurile aplicabile.

30. Operatorul RERE are urmatoarele obligatii:

30.1.sa asigure integrarea corectda, completa si la timp a datelor privind
retelele edilitare in baza de date a RERE;

30.2.sa efectueze, la cerere, modificarile datelor din RERE, cu respectarea
procedurilor stabilite de lege;

30.3.sa elibereze extrase si alte informatii din RERE, 1n conditiile cadrului
normativ aplicabil;

30.4.sa corecteze erorile constatate in RERE, din oficiu sau la cerere;

30.5.sd pastreze confidentialitatea datelor la care are acces si sa asigure
protectia acestora conform legislatiei privind securitatea informationala si
protectia datelor;

30.6.s8 respecte procedurile operationale, standardele tehnice si
regulamentele interne aplicabile gestionarii RERE;

30.7.sa indice si sa motiveze in scris refuzul de integrare sau modificare a
datelor;

30.8.sa utilizeze exclusiv in scop profesional accesul la RERE si la
informatiile conexe.

Capitolul IV
TINEREA SI ASIGURAREA FUNCTIONARII
RERE
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31. RERE este mentinut in format electronic, in limba romana, cu
respectarea cerintelor tehnice si de securitate prevazute de legislatia in vigoare
privind sistemele informationale de stat.

32. Toate inregistrarile, actualizarile si modificarile datelor cu privire la
retelele edilitare sunt jurnalizate automat, in vederea asigurarii trasabilitatii
operatiunilor si a responsabilitatii actorilor implicati.

33. Functionarea RERE este asigurata de posesor, conform competentelor
stabilite de Legea nr. 290/2024 cu privire la evidenta retelelor edilitare. Tn cazul
unei eventuale decizii de scoatere din exploatare a sistemului, datele din RERE se
arhiveaza potrivit reglementarilor privind pastrarea resurselor informationale de
stat.

34. Furnizorii de date sunt responsabili de colectarea, pregatirea si
transmiterea informatiilor privind retelele edilitare catre RERE, Tn conformitate
cu fluxurile si cerintele tehnice stabilite.

35. Furnizorul poate utiliza informatiile disponibile in RERE doar in scopul
indeplinirii atributiilor legale sau contractuale referitoare la gestionarea ori
proiectarea infrastructurii edilitare.

36. Accesul furnizorilor la RERE se realizeaza in baza autentificarii prin
intermediul serviciului guvernamental de autentificare si control al accesului
(MPass).

37. Detinatorul asigura inregistrarea si gestionarea conturilor de utilizator
pentru furnizori si operator, precum si configurarea drepturilor de acces.

38. RERE functioneaza in regim continuu, iar disponibilitatea si integritatea
acestuia sunt monitorizate de catre administratorul tehnic, in coordonare cu
detinatorul si posesorul.

39. Introducerea datelor in RERE are caracter obligatoriu pentru furnizori.

Capitolul V
OBIECTELE INFORMATIONALE, LUATE LA EVIDENTA TN
REGISTRU

40. Obiectele informationale inscrise In Registru contin date spatiale si
descriptive concrete, necesare pentru identificarea si descrierea fiecarei retele
edilitare s1 a elementelor sale structurale. Aceste obiecte respectd un format
standardizat pentru schimbul de date, precum si regulile privind modul de tinere a
Registrului, stabilite si aprobate prin ordin de catre posesorul Registrului.

41. Informatiile privind retelele edilitare sunt incarcate in RERE de catre
furnizorii autentificati prin serviciul guvernamental de autentificare si control al
accesului (MPass), asigurandu-se astfel controlul identitatii si responsabilitatii.

42. Informatiile Tnregistrate in RERE trebuie sa fie conforme cu cerintele
tehnice stabilite de detinator, aprobate de posesor si armonizate cu standardele de
interoperabilitate prevazute de Legea nr. 254/2016 cu privire la infrastructura
nationala de date spatiale si Hotararea Guvernului nr. 683/2018 pentru aprobarea
Regulamentului cu privire la normele de aplicare care stabilesc modalitatile
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tehnice de interoperabilitate si armonizare a seturilor si serviciilor de date spatiale,
precum si termenul de implementare.

43. Accesarea informatiilor inregistrate in RERE se efectueaza prin servicii
de retea, de catre destinatari, in baza drepturilor de acces configurate.

44. Autoritatile administratiei publice locale care detin registre proprii
functionale privind retelele edilitare sunt obligate sa asigure interoperabilitatea cu
RERE, conform cerintelor prezentului Regulament cu informarea posesorului
despre reglementarile interne aplicabile.

Capitolul VI
DATE SPATIALE SI DESCRIPTIVE

45. Datele spatiale sunt informatii cu componenta geografica (coordonate,
geometrie, pozitionare in plan) care permit reprezentarea si localizarea in teren a
retelelor edilitare si elementelor acestora.

46. Datele atributive descriptive sunt informatii textuale sau numerice
referitoare la caracteristicile fizice, functionale, tehnice ale unui obiect sau
element structural.

47. Structura datelor spatiale si a datelor atributive descriptive (per
categorie de retea) pentru fiecare tip de retea, se aproba de catre posesor.

48. Datele aferente retelelor edilitare si ale elementelor structurale ale
acestora se transmit catre RERE intr-un format digital standardizat, conform
specificatiilor prezentului regulament.

49. Toate datele transmise trebuie sa respecte cerintele de completitudine,
acuratete, actualitate si integritate logica.

50. Datele geospatiale se transmit in format digital vectorial, in unul dintre
urmatoarele formate acceptate: GeoJSON, GML, ESRI Shapefile (.shp) sau
Geopackage (.gpkg).

51. Datele geospatiale se transmit Tn sistem de coordonate MOLDREF 99.

52. Transmiterea datelor se face:

52.1.prin incarcare directd in platforma electronici a RERE de citre

furnizor;

52.2.sau prin depunere oficiald pe suport digital (stick USB/DVD), insotita

de un proces-verbal de predare-primire.

53. Datele transmise vor fi supuse procesului de validare automata de catre
sistemul RERE, care va semnala eventualele erori, neconcordante sau lipsuri.

54.1n cazul identificirii unor erori de structurd, format sau continut,
transmiterea va fi respinsa.

55. Verificarea si validarea datelor reprezinta procesul de evaluare a
calitatii, conformitdtii si integritatii informatiilor transmise catre RERE, avand ca
scop asigurarea coerentei, fiabilitdtii si interoperabilitdtii datelor intre diferiti
furnizori si utilizatori ai sistemului.

56. Tn urma procesului de validare, datele pot fi:

56.1.admise — Tnregistrate in mod oficial in RERE si puse la dispozitia

utilizatorilor;
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56.2.respinse in cazul unor erori, lipsuri ori neconformitéti de structura si
continut.

57. Detinatorul RERE poate realiza audituri ale calitatii datelor inregistrate,
inclusiv prin comparare cu surse externe, masuratori in teren sau alte baze de date
publice.

58. Tn urma auditului, furnizorii pot fi solicitati sa efectueze ajustari ale
datele transmise.

Capitolul VI
EVIDENTA LA CERERE A RETELELOR EDILITARE

59. Tn conformitate cu art. 16 din Legea nr. 290/2024 cu privire la evidenta
retelelor edilitare, evidenta la cerere a retelelor edilitare reprezinta procedura prin
care datele privind retelele edilitare sunt integrate in Registru de catre operatorul
acestuia, in situatia Tn care entitatea sau operatorul retelei nu poate asigura
transmiterea automatd sau in format electronic a informatiilor prin servicii de
retea.

60. Integrarea la cerere a datelor in RERE se aplica in cazurile justificate in
care.

60.1. entitatea nu dispune de infrastructura tehnica necesara,

60.2.datele sunt disponibile doar pe suport de hartie sau in formate

incompatibile cu platforma RERE;

60.3.nu este posibila interoperabilitatea automata cu sistemul SI RERE.

61. In astfel de situatii, entitatea sau operatorul retelei edilitare depune o
solicitare oficiala adresata detinatorului RERE, insotitd de setul de date necesare
pentru luarea in evidenta, care trebuie sa corespunda formatului prestabilit.

62. Setul de date prevazut la alin. (2) al art. 16 din Legea nr. 290/2024 cu
privire la evidenta retelelor edilitare va contine urmatoarele informatii:

62.1. elemente spatiale (geometrie vectoriala a traseului retelei);

62.2. atribute descriptive (tip retea, material, diametru, data instalarii etc.).

63. Detinatorul SI RERE, prin intermediul operatorului, verifica
conformitatea setului de date prezentat si efectucaza integrarea in Registru,
conform procedurilor standard de Tnregistrare. Examinarea conformitatii setului
de date are loc prin aplicarea succesiva a mecanismelor de validare prevazute de
RERE, care includ examinarea structurald si geospatiald a datelor.

64. In cazul constatirii unor erori sau omisiuni in documentatia depusa,
furnizorul este notificat pentru completarea sau corectarea datelor. Notificarea
furnizorului privind erorile/omisiunile constatate se transmite prin raspuns oficial.
Notificarea se transmite n termen de 5 zile lucratoare de la constatare cu indicarea
erorilor/omisiunilor.

65. Evidenta la cerere se realizeaza cu respectarea acelorasi principii de
validare, trasabilitate si securitate ca in cazul transmiterii automate a datelor prin
servicii de retea.

Capitolul VI
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MODIFICAREA, COMPLETAREA, RADIEREA SI ARHIVAREA
DATELOR DIN RERE

66. Modificarea, completarea sau radierea informatiilor introduse in RERE
se efectueaza de catre furnizori prin intermediul SI RERE sau de catre operator la
cererea furnizorului.

67. Completarile sau actualizarile datelor se efectueaza exclusiv in formatul
prevazut de cerintele tehnice aprobate prin ordin de catre posesorul Registrului.

68. Toate modificarile, completarile sau radierile sunt jurnalizate automat
in RERE, indicand momentul interventiei, utilizatorul responsabil si natura
modificarii.

69. Datele din RERE se arhiveaza potrivit reglementarilor privind pastrarea
resurselor informationale de stat.

70. Pentru toate datele din RERE sunt create si mentinute servicii de retea
care permit accesul controlat si utilizarea acestora in conformitate cu regulile
stabilite prin prezentul Regulament si prin regulile de acces aprobate de posesor.

Capitolul IX
REGIMUL JURIDIC DE UTILIZARE A DATELOR DIN
REGISTRU

71. Regimul juridic al datelor Tnregistrate in RERE este reglementat prin
articolele 17-18 din Legea nr. 290/2024 cu privire la evidenta retelelor edilitare si
se aplica tuturor categoriilor de date spatiale, descriptive, tehnice si juridice
gestionate prin RERE.

72. Accesul la datele din RERE se acorda diferentiat, in functie de rolul
utilizatorului, conform politicii de acces aprobate de posesor si prevederilor din
prezentul Regulament.

73. Datele din RERE pot fi:

73.1.date deschise — accesibile publicului larg, fara restrictii;

73.2.date cu acces restrictionat — disponibile doar anumitor categorii de
utilizatori (autoritati, institutii publice, operatori de retea etc.), conform regulilor
de acces aprobate de posesor;

73.3.date confidentiale — protejate prin regim special, inclusiv prin legislatia
privind securitatea informatiilor sau protectia infrastructurii critice.

74. Transmiterea si reutilizarea datelor din RERE de catre terti se face in
conformitate cu prevederile Legii nr. 305/2022 privind reutilizarea informatiilor
din sectorul public, cu respectarea drepturilor asupra proprietatii intelectuale si a
regimului juridic aplicabil fiecdrui tip de date.

75. Utilizarea datelor din RERE 1in scopuri contrare legii, inclusiv
falsificarea, alterarea sau utilizarea abuziva a informatiilor, atrage raspundere
juridica in conformitate cu legislatia in vigoare.

76. RERE este interconectat cu alte registre si sisteme informationale de
stat, cu respectarea conditiilor legale privind protectia datelor si securitatea
cibernetica.
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77. Datele inregistrate in RERE pot fi utilizate ca referinta oficiald in cadrul
proceselor administrative, tehnice de autorizare, Tn masura in care nu contravin
unor reglementari speciale din domenii conexe.

Capitolul X
MANAGEMENTUL UTILIZATORILOR TN CADRUL
SI RERE SI PROCESELE DE ADMINISTRARE

78. Managementul utilizatorilor de date din RERE se realizeaza de catre
detinator, prin intermediul modulului de gestiune a rolurilor si utilizatorilor.

79. Drepturile, atat pentru asigurarea posibilitatii de interventie operativa,
cat si pentru descentralizarea gestionarii utilizatorilor si a drepturilor de acces se
vor distribui conform proceselor de administrare:

79.1.administrare de sistem/infrastructura;

79.2.administrare de continut;

79.3.administrare de utilizatori;

79.4.administrare de securitate.

80. Detinatorul gestioneaza sistemele operationale (administrare de sistem)
si sistemul informational. De asemenea, administratorul de sistem realizeaza
configurarile de baza ale proceselor, redactirile de forma si administrarea
utilizatorilor.

81. Autorizarea utilizatorilor se realizeaza conform nivelului de acces
stabilit si rolului pe care acestia il detin in RERE, avand posibilitatea sa acceseze
functionalitatile sau informatiile disponibile potrivit permisiunilor acordate.

82. Dreptul de acces la RERE nu este unul permanent.

83. Dreptul de acces la RERE se suspenda de catre detinator in urmétoarele
cazuri:

83.1.neactualizarea datelor de autentificare sau expirarea certificatelor
digitale utilizate la accesul in RERE;

83.2.suspiciunea rezonabilad privind utilizarea abuziva sau neautorizata a
datelor din RERE;

83.3.detectarea unor brese de securitate care impun limitarea temporara a
accesului pana la remedierea riscului;

83.4.solicitarea expresa a organelor de control, in baza constatirii unor
abateri semnificative;

83.5.incalcarea obligatiilor de utilizare a RERE, stabilite prin lege si
regulamente;

83.6.utilizarea unor echipamente sau aplicatii neautorizate care pun in
pericol functionalitatea sistemului;

83.7.introducerea repetatd de date eronate sau incomplete de catre
utilizator;

83.8.transmiterea accesului de utilizator catre terte persoane;

83.9.suspendarea temporara a activitatii utilizatorului Tn cadrul institutiei de
provenienta;
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83.10.deficiente tehnice Tn infrastructura utilizatorului care compromit
securitatea sistemului.

84. Dreptul de acces la RERE se retrage de catre detindtor in urmatoarele
cazuri:

84.1.incalcari grave si repetate ale regulilor de utilizare a RERE;

84.2.utilizarea RERE n scopuri ilicite, inclusiv falsificarea sau manipularea
datelor;

84.3.divulgarea cu buna stiinta a informatiilor confidentiale catre entitati
fara drept;

84.4.refuzul de a se conforma cerintelor de securitate stabilite de posesor
sau de detinator;

84.5.hotarari executorii ale instantelor sau decizii administrative de
retragere a accesului;

84.6.1ncetarea calitatii de angajat sau colaborator al unei entitati cu acces la
RERE;

84.7.producerea unor daune sistemului din culpa sau prin neglijenta grava;

84.8.refuzul repetat de a corecta erorile semnalate de detinator, posesor sau
operatorul registrului;

84.9.pierderea valabilitatii certificatelor de semnatura digitala sau altor
instrumente de autentificare;

84.10.lipsa de activitate a contului pe o perioada extinsa, stabilita de
posesor;

84.11.desfasurarea unor activitati incompatibile cu buna functionare si
legalitatea RERE;

84.12.1n baza cererii/solicitarii conducatorilor persoanelor juridice, in cazul
utilizatorilor angajati;

84.13.1a modificarea raporturilor de munca, cand noile responsabilitati nu
presupun accesul la datele RERE;

84.14.1a constatarea incalcarii securitatii informationale de catre utilizatorul
RERE.

85. Introducerea si/sau modificarea datelor in RERE de pe un nume sau
profil de utilizator strain este strict interzisa, urmand a fi considerata acces
neautorizat. Utilizatorii urmeaza sda se asigure ca nu a fost incalcatd
confidentialitatea cheii private si a profilului de utilizator.

Capitolul XI
INTERACTIUNEA CU FURNIZORII DE DATE TN CARDUL
RERE

86. Pentru asigurarea functionarii eficiente si continue a RERE, schimbul
de date ntre participantii acestuia este asigurat in regim nonstop.

87. Lucrarile de mentenanta si profilaxie se executd dupa notificarea
utilizatorilor, Tn scris sau prin e-mail, cu cel putin o zi Tnainte de inceperea
lucrarilor, cu indicarea termeneclor de finalizare, cu exceptia situatiilor
neprevazute de suspendare temporard a accesului la RERE.
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88. Schimbul informational al RERE se realizeaza prin intermediul
platformei de interoperabilitate (MConnect) sau prin intermediul Sistemului de
telecomunicatii al autoritatilor administratiei publice.

89. Raspunderea pentru veridicitatea si corectitudinea datelor din RERE le
revine furnizorilor de date.

90. Datele continute in RERE permite realizarea unor analize complexe ale
informatiilor, precum si generarea rapoartelor si a indicatorilor de performanta.
Accesul la rapoarte si la indicatorii de performanta este disponibil pentru
utilizatorii RERE, in functie de rolurile atribuite si drepturile de acces stabilite.

CAPITOLUL XIl
INTEROPERABILITATEA CU ALTE SISTEME
INFORMATIONALE

91. Fluxul de date pentru interoperabilitatea RERE include preluarea si
combinarea informatiilor din componente interne si surse externe, formarea
obiectelor informationale specifice si furnizarea acestora prin schimb de date cu
registre si sisteme relevante pentru retelele edilitare. RERE receptioneaza,
actualizeaza si stocheaza datele comunicate din surse oficiale.

92. Pentru a asigura functionarea corecta, RERE interactioneaza si
realizeaza schimbul de date prin intermediul platformei de interoperabilitate
(MConnect) sau, dupa caz, prin servicii de retea, cu Sistemul informational
geografic de stat ,,Geoportalul tematic pentru datele spatiale ale Agentiei
Geodezie, Cartografie si Cadastru”- in vederea furnizarii datelor spatiale privind
retelele edilitare si obiectele informationale aferente si alte sisteme
informationale, stabilite prin cadrul de reglementare aplicabil.

93.In cazul in care pentru necesititile administrative si de control ale
furnizorilor/utilizatorilor, actul normativ prevede detinerea unui document ale
carui date sunt disponibile in resursele informationale ale altor institutii ale
statului, acestea vor fi consumate sau furnizate prin Platforma de Interoperabilitate
(MConnect).

94. RERE va interactiona cu urmatoarele sisteme de informatii partajate:

94.1.Platforma de interoperabilitate (MConnect) - pentru schimbul de date
cu alte sisteme informatice si registre;

94.2.Serviciul Guvernamental de Autentificare Electronica si Control
Acces (MPass) - pentru autentificare si control acces in sistem;

94.3.Serviciul guvernamental de jurnalizare electronica (MLog) - pentru a
asigura evidenta operatiunilor (evenimentelor) produse in cadrul RERE;

94.4.Serviciul guvernamental de notificare electronica (MNotify) - pentru
notificarea utilizatorilor;

94.5.Serviciul de plata electronica guvernamentala (MPay) — pentru plata si
incasarea platilor de la solicitanti de servicii;

94.6.Serviciul de livrare guvernamentala (MDelivery) — pentru asigurarea
a unui mecanism unic de livrare fizica, prin intermediul RERE, a rezultatelor
prestarii serviciilor publice catre solicitanti.
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CAPITOLUL XIl1
ASIGURAREA PROTECTIEI SI SECURITATII
INFORMATIEI DIN RERE

95. Securitatea informationala in cadrul RERE implica protejarea datelor in
toate etapele de colectare, procesare, stocare si transmitere, impotriva accesului
neautorizat, modificarii ilegale, pierderii sau distrugerii, fie prin actiuni
intentionate, fie accidentale.

96. Asigurarea securitatii, confidentialitatii si integritatii acestor date este
responsabilitatea subiectilor cu drepturi de acces la RERE, care trebuie sa respecte
cerintele legale privind protectia datelor cu caracter personal in procesul de
prelucrare a acestora.

97. Masurile de protectie si de securitate a datelor din RERE reprezinta
totalitatea actiunilor juridice, organizatorice, economice si tehnologice orientate
spre prevenirea pericolelor asociate resurselor si infrastructurii informationale.

98. Protectia informatiilor din RERE este realizatd in conformitate cu
prevederile Hotararii Guvernului nr. 201/2017 privind cerintele minime
obligatorii de securitate cibernetica, precum si cu alte acte normative in vigoare
privind securitatea sistemelor informationale de stat.

99. RERE are urmatoarele obiective fundamentale de securitate:

99.1. autentificarea — accesul la platforma RERE este permis doar
utilizatorilor autentificati prin serviciul guvernamental MPass;

99.2. autorizarea — accesul utilizatorilor autentificati este restrictionat in
functie de rolul si drepturile acordate de administratorul sistemului;

99.3. confidenrialitatea — datele din RERE pot fi accesate doar de catre
persoanele autorizate, in conformitate cu nivelul de acces aprobat;

99.4. integritatea — datele Tnregistrate nu pot fi modificate sau alterate
decét de utilizatorii autorizati, prin operatiuni controlate si jurnalizate;

99.5. disponibilitatea — asigurarea functionarii continue si a accesibilitatii
sistemului pentru toti utilizatorii legitimi.

100. Tn vederea findeplinirii acestor obiective, RERE utilizeaza
urmatoarele mecanisme de securitate:

100.1.firewall — parte integranta a infrastructurii MCloud, pentru protejarea
sistemului Tmpotriva accesului extern neautorizat;

100.2.antivirus si antispam — solutii software aplicate la nivelul serverelor
pentru detectarea si blocarea fisierelor infectate la incarcare;

100.3.criptarea comunicagiilor — schimbul de date intre utilizatori si
serverele RERE se realizeaza prin canale securizate;

100.4.backup automat — datele sunt copiate periodic pentru a permite
recuperarea rapida in caz de incidente critice;

100.5.jurnalizarea activitatilor — toate actiunile utilizatorilor sunt
Tnregistrate prin serviciul guvernamental de jurnalizare MLog si prin mecanisme
interne ale sistemului;
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100.6. controlul accesului — fiecare utilizator acceseaza doar componentele
pentru care are drepturi expres atribuite, in functie de rolul desemnat.

101. Gestionarea conturilor de utilizator si a drepturilor de acces este
realizata de detinatorul RERE, prin componenta de administrare a utilizatorilor
integrata in RERE, in colaborare cu administratorul tehnic.

102. Registrul asigura pastrarea si actualizarea registrelor de audit, necesare
pentru analiza integritatii sistemului, pentru identificarea incidentelor de
securitate si pentru monitorizarea comportamentului utilizatorilor.

103. Orice Tincercare de acces neautorizat, manipulare a datelor sau
incalcare a regimului de securitate este detectata automat, documentata si raportata
administratorului tehnic si posesorului pentru aplicarea masurilor legale
corespunzatoare.

104. Protectia datelor cu caracter personal sunt asigurate prin urmatoarele
actiuni:

104.1. posesorul, detinatorul si furnizorii de date vor prelucra doar acele
date cu caracter personal care sunt strict necesare, neexcesive scopului prestabilit,
conform competentelor atribuite si respectand principiile stabilite de cadrul
normativ privind protectia datelor cu caracter personal;

104.2.1n procesul de prelucrare a datelor cu caracter personal, posesorii,
detinatorii si furnizorii vor asigura masuri organizatorice si tehnice necesare
pentru a proteja datele cu caracter personal Tmpotriva distrugerii, modificarii,
blocarii, copierii, raspandirii sau a altor actiuni ilegale;

104.3. Aceste masuri asigurd un nivel adecvat de securitate, corespunzator
riscurilor asociate prelucrarii si caracterului datelor prelucrate.

105. Persoana responsabila de protectia datelor cu caracter personal notifica
Centrului National pentru Protectia Datelor cu Caracter Personal orice indicii sau
incidente care ar putea indica incalcari ale legislatiei privind protectia datelor cu
caracter personal.

106. Protectia datelor RERE se efectueaza prin urmatoarele metode:

106.1.prevenirea actiunilor intentionate si/sau neintentionate ale
utilizatorilor, care pot duce la distrugerea sau denaturarea datelor;

106.2. utilizarea obligatorie a produselor de program licentiate si aprobate;

106.3.monitorizarea procesului de utilizare a RERE prin intermediul
mecanismului de jurnalizare, gestionat de detinatorul acestuia.

107. Subiectii, la utilizarea si exploatarea RERE, asigura implementarea
normelor de securitate, acestea urmand sa contind acte ce confirma:

107.1.identitatea persoanei responsabile de implementarea normelor de
securitate si Tmputernicirile acesteia;

107.2.implementarea principalelor masuri tehnico-organizatorice necesare
pentru protectia RERE;

107.3.implementarea procedurilor interne pentru prevenirea modificarilor
neautorizate asupra continutului informational;

107.4.informarea utilizatorilor interni si instruirea acestora cu privire la
modalitatile si mecanismele de asigurare a securitatii informationale;
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107.5.procedurile de control intern ale subiectilor care acceseaza RERE
privind respectarea conditiilor de securitate informationala.

108. Schimbul informational se efectueazd cu utilizarea mijloacelor
software si a infrastructurilor tehnologice autorizate, prin canale securizate,
asigurand integritatea si securitatea datelor, in conformitate cu cerintele legale
aplicabile.

109. Detinatorul desemneaza o persoanda sau un grup de persoane,
subordonata nemijlocit conducatorului institutiei, responsabila de implementarea
s1 monitorizarea respectdrii normelor de securitate informationala.

110. Normele de securitate informationala se aduc la cunostinta fiecarui
utilizator intern si se semneaza de acesta. Fiecare utilizator intern este obligat sa
cunoasca normele securitatii informationale, procedurile pe care trebuie sa le
respecte n stricta conformitate cu politica de securitate.

111. Utilizatorii interni asigurd instruirea angajatilor privind metodele si
procedeele de contracarare a pericolelor informationale.

Capitolul XIV
ASIGURAREA CONTROLULUI INTERN SI EXTERN AL RERE.
RESPONSABILITATEA

112. Tinerea RERE este supus unui control intern si extern. Controlul intern
este efectuat de catre posesor si detinator, iar controlul extern este efectuat anual
de catre autoritatile abilitate si certificate Tn domeniul auditului informatic.

113. Controlul n privinta conformitatii operatiilor de prelucrare a datelor
cu caracter personal se efectueaza de catre Centrul National pentru Protectia
Datelor cu Caracter Personal, in conditiile prevazute de legislatia privind protectia
datelor cu caracter personal.

114. Anual, pana la data de 31 ianuarie, posesorul prezintda Centrului
National pentru Protectia Datelor cu Caracter Personal un raport generalizat
despre incidentele de securitate din cadrul RERE Tn conformitate cu prevederile
cadrului normativ.

115. Tn cazul aparitiei unor circumstante exceptionale si dificultiti tehnice
care afecteaza infrastructura de suport a RERE, inclusiv deficiente ale platformei
tehnologice guvernamentale comune (MCloud), functionalitatea acestuia poate fi
suspendatd temporar. In astfel de cazuri, subiectii RERE vor fi informati prin
intermediul mijloacelor tehnice disponibile.

116. Toti subiectii RERE poarta raspundere disciplinara, civila,
administrativa sau penala, conform legislatiei, pentru prelucrarea, divulgarea si
transmiterea informatiei cu caracter personal din RERE persoanelor terte, contrar
prevederilor legislatiei.

117. Utilizatorii implicati Tn intretinerea RERE, introducerea datelor,
furnizarea informatiilor si gestionarea acestuia poarta raspundere personald, in
conformitate cu legislatia, pentru integralitatea, autenticitatea si veridicitatea
informatiilor gestionate in RERE, precum si pentru pastrarea si utilizarea
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corespunzatoare a informatiilor, conform normelor de securitate si protectie a
datelor.

118. Responsabilitatea pentru organizarea functionarii RERE apartine
posesorului si detindtorului, in limitele competentelor acestora stabilite de
legislatie.

119. Tn cazul scoaterii din functiune a RERE, datele si documentele
continute in acesta se transmit in arhiva conform legislatiei.

120. Functionarea activitatilor minime ale RERE se suspendd de catre
administratorul tehnic in conditiile prevazute de Regulamentul privind
administrarea tehnica si mentinerea resurselor si sistemelor informationale de stat,
aprobat prin Hotararea Guvernului nr. 414/2018 cu privire la masurile de
consolidare a centrelor de date Tn sectorul public si de rationalizare a administrarii
sistemelor informationale de stat, cu informarea subiectilor prin mijloacele tehnice
disponibile.



NOTA DE FUNDAMENTARE
la proiectul Hotararii Guvernului cu privire la aprobarea Conceptului Sistemului
informational ,,Registrul de evidenta a retelelor edilitare” si a Regulamentului
privind modul de tinere a Registrului de evidenta a retelelor edilitare

1. Denumirea sau numele autorului si, dupa caz, a/al participantilor la elaborarea
proiectului actului normativ

Proiectul Hotararii Guvernului privind aprobarea Conceptului Sistemului informational
,Registrul de evidenta a retelelor edilitare” si a Regulamentului privind modul de tinere a
Registrului de evidenta a retelelor edilitare, este elaborat de catre Agentia Geodezie,
Cartografie si Cadastru (in continuare - AGCC).

2. Conditiile ce au impus elaborarea proiectului actului normativ

2.1. Temeiul legal sau, dupa caz, sursa proiectului actului normativ

Proiectul de hotirare este elaborat in temeiul art. 7° alin. 2 lit. ¢) si art. 22 lit. b) - d) din
Legea nr. 467/2003 cu privire la informatizare si la resursele informationale de stat (Monitorul
Oficial al Republicii Moldova, 2004, nr. 6-12, art. 44), cu modificarile ulterioare, al art. 16
alin. (1) din Legea nr. 71/2007 cu privire la registre (Monitorul Oficial al Republicii Moldova,
2007, nr. 70-73, art. 314), cu modificarile ulterioare, art. 6 lit. b) si art. 11 alin. (4) din Legea
nr. 290/2024 cu privire la evidenta retelelor edilitare (Monitorul Oficial al Republicii
Moldova, 2025, nr. 1-4, art. 8), cu modificarile ulterioare si art. 6 lit. c) din Legea nr. 136/2017
cu privire la Guvern (Monitorul Oficial al Republicii Moldova, 2017, nr. 252, art. 412), cu
modificarile ulterioare.

2.2. Descrierea situatiei actuale si a problemelor care impun interventia, inclusiv
a cadrului normativ aplicabil si a deficientelor/lacunelor normative

Sistemul Informational ,,Registrul de evidenta a retelelor edilitare” (in continuare —
Registrul) este gestionat de AGCC si se afla in prezent la etapa de expertizare atat din punct
de vedere structural, cat si functional. Registrul constituie o resursd informationala de stat,
menita sa asigure evidenta, securitatea si utilizarea eficienta a retelelor edilitare.

Crearea Registrului este parte a activitdtilor implementate in cadrul Proiectului de
inregistrare si evaluare funciari (PIEF), finantat prin acordul de finantare semnat la 17
septembrie 2018 intre Guvernul Republicii Moldova si Asociatia Internationald pentru
Dezvoltare, in valoare de 30,1 milioane euro. PIEF are ca obiectiv general imbunititirea
calitatii sistemului de administrare funciard si evaluarea bunurilor imobile, inclusiv prin
instituirea Registrului de evidenta a retelelor edilitare.

La 13 decembrie 2024, Parlamentul Republicii Moldova a adoptat Legea nr. 290/2024
cu privire la evidenta retelelor edilitare, care stabileste cadrul normativ. Legea a fost publicata
in Monitorul Oficial al Republicii Moldova la 03 ianuarie 2025 si intra Tn vigoare la expirarea
unui an de la data publicarii. Conform art. 23 alin. (3) din Legea nr. 290/2024 cu privire la
evidenta retelelor edilitare, Guvernul, in termen de un an de la data publicarii legii, va asigura
elaborarea actelor normative necesare pentru punerea in aplicare a prevederilor legii.

In acest context, aprobarea Hotararii Guvernului privind aprobarea Conceptului
Sistemului informational ,,Registrul de evidentd a retelelor edilitare” si a Regulamentului
privind modul de tinere a Registrului de evidenta a retelelor edilitare, reprezinta o conditie
indispensabild pentru operationalizarea legii. Acest fapt corespunde si prevederilor art. 102
alin. (2) din Constitutia Republicii Moldova, conform carora ,,Hotararile se adopta pentru
organizarea executarii legilor”.
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In absenta cadrului secundar indispensabil, Legea nr. 290/2024 nu ar putea fi aplicata,
iar Registrul nu ar putea functiona in conformitate cu cerintele legale. Printre principalele
lacune normative identificate se numara: lipsa prevederilor detaliate privind continutul setului
de date spatiale si descriptive, formatul tipizat pentru schimbul de date, modul de tinere a
Registrului, precum si regulile privind interactiunea cu furnizorii si utilizatorii de date.

3. Obiectivele urmairite si solutiile propuse

Pentru imbunatatirea functionarii Registrului, se pune accentul pe crearea unui sistem
eficient si accesibil, care sa faciliteze gestionarea corecta a datelor geospatiale. Prezentul act
normativ urmareste atingerea urmatoarelor obiective:

v’ Elaborarea unui set de reglementari bine definite si concludente;

v Imbunititirea mecanismului de Tnregistrare si actualizare a datelor;

v’ Optimizarea accesibilitatii si a experientei utilizatorului;

v' Asigurarea calitatii si integritatii datelor;

v" Crearea unei infrastructuri informationale solide.

3.1. Principalele prevederi ale proiectului si evidentierea elementelor noi

Prezentul proiect are ca obiectiv instituirea cadrului juridic, tehnologic si organizatoric
necesar pentru crearea si functionarea S| RERE, ca infrastructura strategica de interes public.
Proiectul urmareste sa asigure punerea in aplicare a prevederilor Legii nr. 290/2024 cu privire
la evidenta retelelor edilitare, prin reglementarea unitard a proceselor de administrare,
utilizare si dezvoltare a Registrului.

Prevederi esentiale ale Conceptului si Regulamentului:

1. Elaborarea unui cadru normativ unitar pentru functionarea Registrului.

v" Se stabilesc regulile clare privind inregistrarea, verificarea si stocarea informatiilor
despre retelele edilitare si elementele structurale ale acestora.

v" Se stabilesc conditiile de acces la date pentru autoritatile publice, furnizorii de date
si alti utilizatori.

2. Tnregistrarea si actualizarea retelelor edilitare.

v Regulamentul impune obligativitatea inregistrarii si actualizarii periodice a tuturor
retelelor edilitare supuse evidentei (apa, canalizare, gaze, energie electrica, telecomunicatii
etc.).

v" Sunt stabilite proceduri clare pentru introducerea, modificarea si radierea datelor din
Registru.

3. Integrarea cu alte sisteme de date geospatiale si resurse informationale.

v" Registrul va fi conectat la infrastructura nationala de date spatiale si interoperabil cu
alte sisteme guvernamentale, pentru a facilita schimbul eficient de informatii intre institutiile
publice si mediul privat.

v Datele din Registru vor sprijini procesele de planificare urbana, dezvoltare a
infrastructurii si gestionare a situatiilor de urgenta.

4. Standardizarea proceselor si formatelor de colectare a datelor.

v' Se introduc standarde si proceduri uniformizate pentru colectarea, stocarea si
transmiterea datelor referitoare la retele edilitare.

v' Este stabilit un cadru de conformitate care garanteaza respectarea standardelor
tehnice si legale.

5. Protejarea si securitatea datelor.
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v Regulamentul prevede masuri stricte pentru securitatea si integritatea datelor,
prevenind accesul neautorizat, pierderile sau manipularea informatiilor.

Prevederi inovative ale proiectului:

1. Digitalizarea completa a procesului de gestionare a datelor.

v' Registrul introduce o platforma digitala de inregistrare si acces la date, eliminand
treptat documentele pe suport de hartie.

v' Este prevazut un portal online care va permite cautarea, vizualizarea si descéarcarea
informatiilor despre retelele edilitare in format digital.

2. Introducerea unui mecanism de validare automata a datelor.

v" Sistemul va include un proces de validare automata pentru verificarea corectitudinii
si completitudinii datelor introduse.

v' Validarea se va realiza conform standardelor nationale si internationale, asigurand
calitatea si interoperabilitatea informatiilor.

3. Acces facil si diferentiat pentru diverse categorii si utilizatori.

v" Registrul promoveaza accesul deschis la informatiile geospatiale despre retele
edilitare, cu respectarea conditiilor de securitate si protectie a datelor.

v’ Autoritati, operatorii de utilitati, mediul privat si cetatenii vor putea consulta si
utiliza datele in functie de drepturile de acces stabilite.

4. Promovarea interoperabilitdtii intre institutii si utilizatori.

v" Proiectul consolideaza colaborarea interinstitutionald prin schimb de date intre
autoritdtile centrale, locale, furnizorii de date si alti actori relevanti.

v' Se urmdreste integrarea Registrului in infrastructura nationala si europeana de date
geospatiale, asigurand interoperabilitatea la nivel international.

Prin aceste prevederi, proiectul are ca scop modernizarea, optimizarea si gestionarea
informatiilor despre retelele edilitare, sprijinind o planificare teritoriald mai eficienta,
reducerea riscurilor de avarie a retelelor si a cresterii transparentei in utilizarea resurselor
edilitare.

3.2. Optiunile alternative analizate si motivele pentru care acestea nu au fost luate
in considerare
Nu este aplicabil.

4. Analiza impactului de reglementare

4.1. Impactul asupra sectorului public

Implementarea Registrului va genera un impact semnificativ asupra sectorului public,
atat la nivel central, cat si local, prin centralizarea si digitalizarea datelor privind retelele
edilitare. Registrul va permite autoritatilor sa acceseze rapid informatii precise si actualizate
referitoare la detindtori, operatori, configuratia si amplasarea retelelor, ceea ce va facilita
procesul decizional in domenii precum urbanismul, infrastructura si protectia mediului.

Un sistem unificat si standardizat de evidentd a retelelor va contribui la eliminarea
suprapunerilor si erorilor, reducand riscurile de avariere a retelelor in timpul executarii
lucrarilor si sporind eficienta coordonarii intre operatorii de utilitati. De asemenea, va
simplifica procedurile de avizare si autorizare, va reduce birocratia si va permite o planificare
mai clara a investitiilor publice si private, evitand lucrarile redundante si optimizand resursele
financiare.

Totodata, sistemul va contribui la cresterea transparentei si a increderii cetatenilor prin
acces la informatii clare si corecte. in plus, crearea Registrului aliniaza Republica Moldova




4

la standardele europene in materie de infrastructuri geospatiale si digitalizare a serviciilor
publice.

instruirea personalului responsabil de gestionarea si utilizarea Registrului, insa beneficiile pe
termen lung vor depasi costurile initiale, asigurand o mai buna eficientd administrativa si 0
gestionare durabila a retelelor edilitare.

4.2. Impactul financiar si argumentarea costurilor estimative
Asigurarea crearii, implementarii, functionarii si dezvoltarii SI RERE se va efectua din

contul si in limita mijloacelor financiare alocate din bugetul de stat si altor mijloace, conform
legii, inclusiv atragerea fondurilor externe de dezvoltare.

Costurile pentru implementarea SI RERE vor fi evaluate in cadrul procesului de
planificare bugetara reiesind din arhitectura complexului software-hardware (lista produselor
hardware si software utilizate la crearea infrastructurii SI RERE). Prezenta componentelor
software si a mijloacelor tehnologice in complexul informational al SI RERE este stabilita la
etapa elaborarii sarcinii tehnice a sistemului. Posesorul SI RERE urmeaza sa estimeze si sa
prezinte catre Institutia Publicd ,,Serviciul Tehnologia Informatiei si Securitate Cibernetica”
resursele TI necesare pentru gazduirea SI RERE pe platforma tehnologica guvernamentala
comuni (MCloud), pentru 6, 12, 18 luni. in baza estimarilor se vor planifica si se vor aloca
resursele TI necesare. Urmare a darii in exploatare a SI RERE, Posesorul va incheia cu
Administratorul tehnic Acordul privind administrarea tehnica si mentinerea SI RERE, care va
include activitatile minime privind administrarea tehnicd si mentinerea SI RERE, precum si
volumul acestora. Tn baza Acordului vor fi estimate cheltuielile pentru administrare tehnica a
SI RERE care urmeaza a fi acoperite din bugetul de stat, prin intermediul granturilor oferite
Institutiei Publice ,,Serviciul Tehnologia Informatiei si Securitate Cibernetica”, de catre
fondator.

Pentru crearea Registrului au fost alocate mijloace financiare in cuantum de 498 350
USD. Pentru anul 2026, in bugetul de stat a fost prevazutd suma de 455 000 Lei pentru
mentenanta sistemului informational.

4.3. Impactul asupra sectorului privat

Implementarea Registrului va aduce beneficii majore sectorului privat, in special
companiilor din domeniile constructiilor, dezvoltarii urbane, utilitatilor publice si
tehnologiilor geospatiale. Registrul va asigura acces rapid la date precise si actualizate privind
retelele de apa, canalizare, energie electrica, gaze, telecomunicatii si alte utilitati, ceea ce va
permite o planificare mai eficientd a lucrarilor si reducerea timpului de executie.

Un avantaj esential il constituie evitarea deteriorarii infrastructurii existente, ceea ce va
diminua riscurile tehnice si costurile neprevdzute. Totodata, prin centralizarea si
standardizarea datelor, companiile vor putea realiza estimari mai exacte, vor evita
suprapunerile inutile si vor beneficia de procese simplificate de avizare si autorizare.

Registrul va contribui si la sporirea transparentei si a increderii investitorilor, oferind
acces la informatii clare si verificabile. In plus, acesta va stimula inovatia prin integrarea in
solutii digitale moderne, cum ar fi platformele GIS, aplicatiile de planificare urbana sau
tehnologiile smart city, creand oportunitati pentru furnizorii de servicii IT si geospatiale.

In caz de avarii sau lucriri de mentenanti, companiile private vor putea interveni mai
rapid si mai eficient, iar accesul la date va facilita inclusiv actiunile preventive. De asemenea,
Registrul poate evidentia zonele cu acces limitat la utilitati, orientand astfel investitiile catre
dezvoltarea infrastructurii Tn regiuni defavorizate.
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Tn ansamblu, impactul asupra sectorului privat va fi unul profund si pozitiv: reducerea
birocratiei, cresterea sigurantei n executia lucrarilor, optimizarea costurilor, stimularea
investitiilor si dezvoltarea unor servicii moderne, fiabile si competitive.

4.4. Impactul social

4.4.1. Impactul asupra datelor cu caracter personal

Impactul asupra datelor cu caracter personal va fi minimizat prin respectarea stricta a
reglementarilor privind protectia acestor date, conform legislatiei nationale si europene.
Registrul nu va colecta si stoca date cu caracter personal in mod direct, ci doar informatii
referitoare la retelele edilitare si date spatiale.

Totusi, in situatiile in care este necesard inregistrarea unor informatii legate de
proprietate, precum datele despre posesori sau proprietari, se vor implementa masuri adecvate
de securitate si anonimizare pentru a proteja confidentialitatea acestor date si a preveni
accesul neautorizat. Astfel, gestionarea datelor cu caracter personal in cadrul Registrului va
fi efectuata in conformitate cu Legea nr. 195/2024 privind protectia datelor cu caracter
personal, asigurand un echilibru ntre accesul la informatii si protectia datelor cu caracter
personal.

4.4.2. Impactul asupra echitatii si egalitatii de gen
Nu este aplicabil.

4.5. Impactul asupra mediului
Nu este aplicabil.

4.6. Alte impacturi si informatii relevante
Nu este aplicabil.

5. Compatibilitatea proiectului actului normativ cu legislatia UE

Nu este aplicabil.

5.1. Masuri normative necesare pentru transpunerea actelor juridice ale UE in
legislatia nationala
Nu este aplicabil.

5.2. Masuri normative care urmaresc crearea cadrului juridic intern necesar
pentru implementarea legislatiei UE
Nu este aplicabil.

6. Avizarea si consultarea publica a proiectului actului normativ

Prezentul proiect este supus avizarii si consultarii publice, conform art. 20 din Legea
nr. 100/2017 cu privire la actele normative, fiind publicat pe site-ul web oficial al AGCC
www.agcc.gov.md, la compartimentul: Transparenta decizionald/Proiecte de acte normative
si pe platforma guvernamentala www.particip.gov.md.

Totodata AGCC, conform prevederilor Regulamentului Guvernului, aprobat prin

Hotararea Guvernului nr. 610/2018 a publicat Anuntul privind initierea procesului de
elaborare a proiectului Hotararii Guvernului cu privire la aprobarea Conceptului Sistemului
informational Registrul de evidenta a retelelor edilitare si a Regulamentului privind modul
de tinere a Registrului de evidenta a retelelor edilitare:
https://particip.gov.md/ro/document/stages/anunt-privind-initierea-procesului-de-elaborare-
a-proiectului-hotararii-guvernului-pentru-aprobarea-conceptului-sistemului-informational-
registrul-de-evidenta-a-retelelor-edilitare-si-a-requlamentului-cu-privire-la-modul-de-tinere-
a-registrului-de-evidenta-a-retelelor-edilitare/15060.

7. Concluziile expertizelor

Proiectul va fi supus expertizei anticoruptie, conform art. 36 din Legea 100/2017.
Proiectul va fi supus expertizei juridice, conform art. 37 din Legea 100/2017.

8. Modul de incorporare a actului in cadrul normativ existent



http://www.agcc.gov.md/
http://www.particip.gov.md/
https://particip.gov.md/ro/document/stages/anunt-privind-initierea-procesului-de-elaborare-a-proiectului-hotararii-guvernului-pentru-aprobarea-conceptului-sistemului-informational-registrul-de-evidenta-a-retelelor-edilitare-si-a-regulamentului-cu-privire-la-modul-de-tinere-a-registrului-de-evidenta-a-retelelor-edilitare/15060
https://particip.gov.md/ro/document/stages/anunt-privind-initierea-procesului-de-elaborare-a-proiectului-hotararii-guvernului-pentru-aprobarea-conceptului-sistemului-informational-registrul-de-evidenta-a-retelelor-edilitare-si-a-regulamentului-cu-privire-la-modul-de-tinere-a-registrului-de-evidenta-a-retelelor-edilitare/15060
https://particip.gov.md/ro/document/stages/anunt-privind-initierea-procesului-de-elaborare-a-proiectului-hotararii-guvernului-pentru-aprobarea-conceptului-sistemului-informational-registrul-de-evidenta-a-retelelor-edilitare-si-a-regulamentului-cu-privire-la-modul-de-tinere-a-registrului-de-evidenta-a-retelelor-edilitare/15060
https://particip.gov.md/ro/document/stages/anunt-privind-initierea-procesului-de-elaborare-a-proiectului-hotararii-guvernului-pentru-aprobarea-conceptului-sistemului-informational-registrul-de-evidenta-a-retelelor-edilitare-si-a-regulamentului-cu-privire-la-modul-de-tinere-a-registrului-de-evidenta-a-retelelor-edilitare/15060
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Pentru incorporarea actului normativ este necesar sa se abroge Hotararea Guvernului
nr. 133/2014 cu privire la crearea sistemului informational automatizat ,,Registrul obiectelor
de infrastructura tehnico-edilitara”.

9. Masurile necesare pentru implementarea prevederilor proiectului actului
normativ

Pentru implementarea prevederilor proiectului actului normativ sunt necesare mai multe
masuri menite sa asigure functionalitatea deplina a Registrului. Acestea vizeaza atat aspectele
normative, cat si cele tehnice si organizatorice, dupa cum urmeaza:

v elaborarea si aprobarea, cadrului normativ a Registrului, in conformitate cu Legea
nr. 290/2024 cu privire la evidenta retelelor edilitare;

v definirea clard a pasilor si a responsabilitatilor institutionale pentru implementarea
si operarea Registrului;

v' dezvoltarea si operationalizarea platformei informationale pentru colectarea,
stocarea si furnizarea datelor;

v" instruirea personalului responsabil (inclusiv inginerii geodezi si operatorii de retele)
pentru utilizarea corecta si eficienta a Registrului;

v stabilirea normelor si procedurilor pentru colectarea, actualizarea si raportarea
informatiilor;

v realizarea unei evaluari periodice a functionalitatii si eficientei Registrului, cu
posibilitatea ajustarii In functie de necesitatile practice;

v asigurarea resurselor financiare, tehnice si institutionale necesare;

v' implicarea activd a autoritatilor publice si a sectorului privat Tn procesul de
implementare.

Director general adjunct lon CRETU

Elaborat: Daniela DOMENTI
Tel: 022-881-254
E-mail: daniela.boghiu@agcc.gov.md
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SINTEZA

la proiectul Hotararii Guvernului cu privire la aprobarea Conceptului Sistemului informational
»Registrul de evidenti a retelelor edilitare” si a Regulamentului privind modul de tinere a Registrului de evidenta a retelelor edilitare

Participantul la avizare, Nr. crt. Continutul obiectiei, Argumentarea
consultare publica, expertizare propunerii, recomandarii, concluziei autorului proiectului
Avizare si consultare publica
Agentia de Guvernare | Nr. 3007 - 253 | La proiectul Conceptului: Se ia act
Electronica din Obiectiile
17.12.2025 Lipsa obiectiilor

Propunerile (recomandarile)

substitui cu expresia principiul scalabilitatii.

Se accepta
Modificarile au fost introduse
n proiect.

2. Pct. 8 urmeaza a fi completat cu trimiteri si la alte acte
normative din domeniul e-Transformarii guvernarii, care
reglementeazd utilizarea in spatiul tehnologic a unui
sistem informational nou, a unor sisteme informationale
partajate, functionalitatile cdrora, In opinia noastrd, ar
urma sa fie reutilizate la dezvoltarea SI Registru de
evidenta a retelelor edilitare :

- Hotararea Guvernului nr. 650/2023 cu privire la
aprobarea Strategiei de transformare digitala a Republicii
Moldova pentru anii 2023-2030;

- Hotdrarea Guvernului nr. 677/2025 cu privire la
consolidarea accesului la serviciile publice electronice in
cadrul Portalului guvernamental integrat EVO utilizat la
prestarea serviciilor publice electronice si aprobarea
masurilor necesare pentru implementarea modelului
unitar de design;

- Hotararea Guvernului nr.323/2021 pentru aprobarea
Conceptului ~ Sistemului  informational ,,Catalogul
semantic” si a Regulamentului privind modul de tinere a

Se accepta
Modificarile au fost introduse
n proiect.




Registrului format de Sistemul informational ,,Catalogul
semantic’’;

- Hotdrarea Guvernului nr. 305/2024 cu privire la
platforma de gazduire a documentelor (MDocs).

3. La subpct. 15.1.3 se vor exclude -cuvintele
nintroducerea sistemului de parole”, avand in vedere
existenta serviciului guvernamental de autentificare si
control al accesului (MPass), care necesita a fi utilizat
obligatoriu  pentru  autentificarea in  sistemele
informationale de stat, aspect expus corespunzitor la
pct.48 din proiectul Conceptului. Potrivit pct. 4 din
Hotararea Guvernului nr. 1090/2013 privind serviciul
electronic guvernamental de autentificare si control al
accesului (MPass), stabileste ca institutiile publice si
furnizorii de servicii publice, sa integreze serviciul
guvernamental Mpass in serviciile publice noi si
existente.

Se accepta
Modificarile au fost introduse
n proiect.

4. Capitolul IV se va completa cu norme referitoare la
persoanele fizice sau cele juridice care vor exercita rolul
de registrator in cadrul registrului.

Se ia act
Mentionam ca, Legea
nr. 290/2024 cu privire
evidenta retelelor edilitare nu
reglementeaza un astfel de
subiect al raporturilor juridice
privind Registrul cum ar fi
registratorul. Conform alin.
(7) art. 12 din Legea
nr. 290/2024, dreptul de
integrare, la cerere, a datelor
privind retelele edilitare Tn
Registru il are operatorul
Registrului din cadrul entitatii
abilitate cu functii de
implementare a politicii
statului in domeniul




geodeziei, cartografiei,
geoinformaticii si
teledetectiei. In acest sens,
operator al Registrului este
persoana fizica, angajata de
catre detindtorul Registrului,
care are atributii de integrare,
la cerere, a datelor privind
retelele edilitare in Registru.

5. Se va completa Capitolul 1V cu prevederi suplimentare
care sa descrie datele (sau atributele obiectelor), care se
contin in sistemul informational precum si structura
identificatorului pentru fiecare obiect informational, in
concordanta cu prevederile pct. 2.2.7 din Anexa nr. 3 la
Reglementarea tehnica ,,Procesele ciclului de viata al
software-ului” RT 38370656-002:2006, aprobata prin
Ordinul MDI nr. 78/2006, prin care au fost aprobate
Cerintele de structura si continut a conceptiei sistemului.

Se accepta
Modificarile au fost introduse
n proiect, mentionam ca
propunerea se referd, totusi, la
Capitolul VI.

6. Recomanddm completarea Capitolului VI cu
subpunctul 36 cu urméatorul cuprins:

,36. In scopul asigurdrii interoperabilititii si a
schimbului de date cu alte sisteme si resurse
informationale de stat prin intermediul platformei de
interoperabilitate (MConnect), posesorul inregistreaza
activele semantice utilizate in Sistemul informational

E3]

,, Catalogul semantic”.”.

Se accepta
Modificarile au fost introduse
n proiect, in redactia actuala,

propunerea a fost inserata la

punctul 42.

7. Pct. 34 va fi completat cu un nou subpct. - ,,34.3.”, cu
urmadtorul continut:

»34.3. SI ,,RERE”, pe ldnga realizarea schimbului de
date sincronic prin platforma de interoperabilitate
(MConnect), va permite integrarea cu componenta
(MConnect Events), prin expunerea evenimentelor in
timp real in contextul realizarii servicii proactive, in
conformitate cu ghidul tehnic publicat de AGE.”

Se accepta
Modificarile au fost introduse
n proiect, in redactia actuala,

propunerea a fost inserata la
subpunctul 40.3.
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8. Capitolul VIII se va completa cu urmitorul text:
,In cadrul SI RERE se asigurd generarea si pdstrarea
inregistrarilor de audit ale securitatii pentru operatiile
de prelucrare a datelor cu caracter personal in conditiile
cadrului normativ in materie de protectie a datelor cu
caracter personal. SI RERE va utiliza functionalitatea de
autentificare doar prin intermediul serviciului electronic
guvernamental de autentificare si control al accesului
(MPass).

Utilizatorii SI RERE vor fi autorizati sa acceseze doar
blocurile functionale si datele pentru care au
permisiunile necesare, conform rolurilor fiecaruia.
Utilizatorii si rolurile acestora vor fi gestionate prin
intermediul serviciului MPass. SI RERE va prelua
rolurile  utilizatorilor ~ din  serviciul  electronic
guvernamental de autentificare si control al accesului
(MPass).

O necesitate importanta legata de securitate este
necesitatea pdastrarii inregistrarilor de audit pentru
analiza integritatii SI RERE si pentru monitorizarea
activitatii utilizatorilor. SI RERE se va baza pe un
mecanism de inregistrari de audit dublu (intern si cu
utilizarea serviciului electronic guvernamental de
jurnalizare  (MLog), ce  urmeaza  practicile
internationale.”

Se accepta
Modificarile au fost introduse
n proiect.

La proiectul Regulamentului:
Obiectiile
Lipsa obiectiilor

Se ia act

9. La Capitolul I, pct. 1, Regulamentul declara ca
stabileste si ,,procedura de ... radiere a datelor”, care nu
a fost identificatd in restul textului, motiv pentru care
recomandam introducerea la acest capitol a unei sectiuni

Se accepta
Modificarile au fost introduse
n proiect.




noi ,,Radierea si arhivarea datelor”, cu pasi minimi,
temeiuri de radiere, initiatori etc.

10. Pct. 10 se va completa cu o referintd la registratorii
datelor din Registru. Subsecvent, si Capitolul III se va
completa cu drepturile si obligatiile registratorilor datelor
Registrului.

Seiaact

Mentiondm ca, Legea
nr.290/2024  cu  privire
evidenta retelelor edilitare nu
reglementeazd un astfel de
subiect al raporturilor juridice
privind Registrul cum ar fi
registratorul. Conform
alin. (7) art. 12 din Legea
nr. 290/2024,  dreptul  de
integrare, la cerere, a datelor
privind retelele edilitare in
Registru il are operatorul
Registrului din cadrul entitatii
abilitate cu  functii de
implementare a  politicii
statului Tn domeniul geodeziei,
cartografiei, geoinformaticii si
teledetectiei. In acest sens,
operator al Registrului este
persoana fizicd, angajatd de
catre detinatorul Registrului,
care are atributii de integrare,
la cerere, a datelor privind
retelele edilitare in Registru.
Respectiv,  drepturile  si
obligatiile operatorilor RERE
sunt reglementate la Sectiunea
5 Capitolul 11I.




11. Pct40 se va exclude, deoarece obiectele
informationale din cadrul SI RERE sunt descrise in
proiectul Conceptului si nu necesitd a fi repetate in
proiectul Regulamentului.

Se accepta
Modificarile au fost introduse
n proiect.

Director general

Elaborat: Daniela DOMENTI
Tel: 022-881-254

lvan DANII




@ Agentia Geodezie, Cartografie si Cadastru
¢+ a Republicii Moldova
»‘ﬁ'

Nr.36/01-05/85 din 22.01.2026

Cancelaria de Stat

CERERE

privind inregistrarea de citre Cancelaria de Stat
a proiectului de hotarare cu privire la aprobarea Conceptului Sistemului informational

»Registrul de evidenta a retelelor edilitare” si a Regulamentului privind modul de tinere a

Registrului de evidenta a retelelor edilitare

Criterii de Tnregistrare

Nota autorului

Categoria si denumirea
proiectului

Proiectul de hotarare cu privire la aprobarea Conceptului
Sistemului informational ,,Registrul de evidentd a retelelor
edilitare” si a Regulamentului privind modul de tinere a
Registrului de evidenta a retelelor edilitare

Autoritatea care a elaborat
proiectul

Agentia Geodezie, Cartografie si Cadastru

Justificarea depunerii cererii

Proiectul de hotirare este elaborat in temeiul art. 7 alin. 2 lit. c)
si art. 22 lit. b) - d) din Legea nr. 467/2003 cu privire la
informatizare si la resursele informationale de stat (Monitorul
Oficial al Republicii Moldova, 2004, nr. 6-12, art. 44), cu
modificarile ulterioare, al art. 16 alin. (1) din Legea nr.71/2007
cu privire la registre (Monitorul Oficial al Republicii Moldova,
2007, nr. 70-73, art. 314), cu modificarile ulterioare, art. 6 lit. b)
st art. 11 alin. (4) din Legea nr. 290/2024 cu privire la evidenta
retelelor edilitare (Monitorul Oficial al Republicii Moldova,
2025, nr. 1-4, art. 8), cu modificarile ulterioare si art. 6 lit. ¢) din
Legea nr. 136/2017 cu privire la Guvern (Monitorul Oficial al
Republicii Moldova, 2017, nr. 252, art. 412), cu modificarile
ulterioare.

Referinta la documentul de
planificare care prevede
elaborarea proiectului (PNA,
PND, PNR, alte documente
de planificare sectoriale)

Hotararea Guvernului nr. 238/2025 pentru aprobarea Planului
national de dezvoltare pentru anii 2026-2028, actiunea 215.
Hotararea Guvernului nr. 306/2025 cu privire la aprobarea
Programului national de aderare a Republicii Moldova la
Uniunea Europeana pentru anii 2025-2029, Cluster 1, anexa B,
Capitolul 18, actiunea 85.

Planul de activitate al Agentiei Geodezie, Cartografie si
Cadastru pentru anul 2026.

MD-2004,mun. Chisinau, str. Serghei Lazo, 48

E-mail: info@agcc.gov.md
Tel. 022-88-12-55




Lista autoritatilor si
institutiilor a caror avizare
este necesara

Ministerul Finantelor;

Ministerul Energiei;

Ministerul Justitiet;

Ministerul Agriculturii si Industriei Alimentare;
Ministerul Infrastructurii si Dezvoltarii Regionale;
Ministerul Dezvoltarii Economice si Digitalizarii;
Ministerul Mediului.

Termenul-limita pentru
depunerea
avizelor/expertizelor

10 zile

Persoana responsabila de
promovarea proiectului

Boghiu Daniela

Consultanta principala, Directia Infrastructura de date spatiale
Agentia Geodezie, Cartografie si Cadastru

tel.: (+373 22) 881-254/e-mail: daniela.boghiu@agcc.gov.md.

Anexe

Proiectul de hotarare cu privire la aprobarea Conceptului
Sistemului informational ,,Registrul de evidentd a retelelor
edilitare” si a Regulamentului privind modul de tinere a
Registrului de evidenta a retelelor edilitare;

Nota de fundamentare la proiectul hotararii;

Sinteza la proiectul Hotararii Guvernului cu privire la aprobarea
Conceptului Sistemului informational ,,Registrul de evidenta a
retelelor edilitare” si a Regulamentului privind modul de tinere
a Registrului de evidenta a retelelor edilitare.

Avizul IP Agentia de Guvernare Electronica nr. 3007 — 253 din
17.12.2025

Data si ora depunerii cererii

Semnatura

Director general

Elaborat: Daniela DOMENTI
Tel: 022-881-254

Ivan DANII

E-mail: daniela.boghiu@agcc.gov.md
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